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Abstract

The government organizations have invested in information and communication technology
as strategic tools for achieving goal. However, they have several risks related to information and
communication technology. The research objectives focus on studying the issue and cases of the
risk related to ICT and provide the suggestions to reduce the risk level. This research used the
qualitative research based on seven cases of government organizations in department level.

The research results showed that the cause of ICT risks of government organizations came
from 1) received budgets less than expected budgets 2) lacks of qualified ICT personal and 3)

ICT management and procedure not suitable to ICT responses.
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