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ABSTRACT

Because of information overloaded problem, search engines
become important tools to help WWW users to discover the information
they desire. This paper aims at designing a search result page with a
clustering technique to improve an efficiency of search results access by
applying it to image searching task. To evaluate the proposed design,
sixty graduate students from the department of Web Engineering and
Mobile Application Development were recruited to be participants in this
research study. They were given two tasks of finding images and were
asked to use a prototype of search engine with displaying the results as
lists and as clusters. The within-subjects design with a counter balancing
technique for eliminating a learning effect was adopts as an experimental
research design. The results showed that a search result page with a

clustering technique could improve an efficiency of search results access.

Keywords: Search Result Page Design, Search Engine, Clustering
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Abstract— The objective of the study was to explore the effects
of chemical dosage concentration with respectively to
specification of treated Reverse Osmosis water and imply to
simulate the optimal amount of chemical in the Reverse
Osmosis (RO) process. The study was implied Water
Treatment Plant in one semiconductor fabrication in
Chacheongsao, Thailand as the case study. The experiment
was conducted in the real pilot scale by variation of chemical
concentration. Design of Experiment was used to evaluate in
term of Analysis of Variance in order to validate the obtained
result. Conductivity and % Salt Rejection are key
performance indicators. The results developed the optimal
range of treated chemical concentration of 10% Antiscalant
with 10% Microbiocide solution with RO water conductivity
in the range of 5.05-8.51 pS/cm with % Salt rejection in the
range 95.12-98.52. The optimal condition could operate
approximately to the calculated value from Excel Solver. This
condition could reduce feeding chemical consumption amount
and help monitoring performance of RO unit.

Keywords— Reverse Osmosis, Antiscalant, Microbiocide,
Conductivity, Analysis of Variance

I. INTRODUCTION

The continuous and accelerated development of
information and communication technology is affected to
the growth of semiconductor manufacturing industry. In
manufacturing semiconductor products, semiconductor
chips are performed on silicon wafer substrate involving
oxidation, diffusion, ion implementation, deposition of
conductors and insulators, photolithography and etching
[1]. During the fabrication, chips may contaminate by
various impurities e.g. chemical solution, machine,
operator, thus the chips are particularly being cleaned prior
undergoes to assembly as one part of electronic devices.
Cleaning process is one of the critical process in order to
rinse the impurities from chips, thus the quality of rinsing
water is significantly to be qualified with respectively to
chip specification requirements. Ultrapure water is
typically consumed in semiconductor manufacturing
according to the specification defined in term of resistivity
of 18 Megaohm.cm as the inverse of conductivity value [2,
3]

In this research, Ultrapure Treatment Plant of one
Semiconductor Fabrication Factory in Chacheongsao
province, Thailand was implied as a case study. The
treatment processes are consisted of Pretreatment process
and Desalination process. Pretreatment process is
fundamental process of water treatment, consisted of Sand
Filtration to trap suspended solid, Carbon Filtration to
absorb colour, odour and organic substance and Cartridge
Filter Housing to trap suspended particulate matter before
undergoes to Desalination process. [4, 5]. Desalination
process is correspondingly a fundamental process for
Ultrapure water production, the processes are consisted of
Reverse Osmosis and lon Exchanger [2]. Reverse Osmosis
or RO is purified water by rejecting soluble molecules, ions
and biological substance by semipermeable membrane,
purified water from RO undergoes to Ion Exchanger to
remove ion containment in water as significantly affect to
Resistivity of water and eventually become Ultrapure water
supplying to manufacturing process.

In this research, Reverse Osmosis or RO was studied.
As the fundamental treatment of Ultrapure water, RO is
rejected chemical and Dbiological substances by
semipermeable membranes at high driving pressure with
aided dosing chemical solutions. Product or RO water has
lower ionic content than feeding water referred in term of
conductivity. Chemical solutions are Antiscalant for
controlling scale precipitation and Microbiocide for
inhibiting the growth of microorganism on membrane [6,7].
After operating for a period of time, scale and slime could
be formed on RO membrane. This effect could result in
decreasing in flux, operation performance, and RO water
quality. To mitigate this effect, the concerned factors are
reasonable design, proper treatment and correct operation
[8]. In this study RO water treatment with chemical dosing
solution, Antiscalant and Microbiocide were implied to
evaluated.

The objective of the research is to explore the effects
of dosing concentration of Antiscalant and Microbiocide
with respectively to quality of RO water which defined in
the term of conductivity (uS/cm) and correspondingly
optimize the appropriated chemical dosing concentration
for process improvement and cost reduction. Conductivity
and pH of feeding water and RO water are monitored with
automatically driving pressure from RO unit. The
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experimental results were evaluated by using Design of
Experiment concept.

II. EXPERIMENT AND METHOD

The actual operation of RO Unit was investigated.
Factory’s Treatment Plant consumes water from the
industrial estate reservoir as feeding water to the system.
The measurement of feed water and RO water was daily
conducted, concerned parameter are pH and conductivity.
pH was measured by pH meter (Yokogawa brand, model:
PH72), and Conductivity was measured by Conductivity
meter (Oakton brand, model: CON400). RO Membrane
used for this study was a brackish water RO Membrane
from Dow Filmtec. Commercial Antiscalant (pH range: 2.2
— 4) and Microbiocide solution (pH range: 8.5-9.5) were
prepared and adjusted at 5%,10%,15%,20%,25% and 30%
concentration by volume. Supplied feed water had pH in
the range of 6.15-8.56 and conductivity at 216-369 uS/cm,
the system was controlled driving pressure at 4 Bar by RO
Unit controller. A schematic diagram of the experiment is
shown in Fig.1

Antiscalant solution,
Microbiocide solufion
Sand Carbon Cartridge Reverse Ton Tltrapure
Feed water P!
‘ Filiration ’ Filtration . filter Housing .l‘ Osmosis Unit ’ ejdu_nger ‘ water

Fig. 1 Experimental apparatus

A The Study of % Antiscalant dosing concentration
variation

The experiment was conducted by varying dosing
concentration of Antiscalant into 5%,10%,15%,20%,25%
and 30% by volume with dosing constant concentration of
Microbiocide at 20% by volume. Analysis of Variance
(ANOVA) was used to analyse the test result by Minitab 16
software as shown in Fig.2 and Fig.3.
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Fig. 2 The Residual Plot for Conductivity Value with respectively to
variation concentration of % Antiscalant dosing solution.

One-way ANOVA: Conductivity versus % Antiscalant

Source DF 55 M5 F P
% Bntiscalant 5 &7.654 13.531 20.45 0.000
Error 24 15.881 0.862

Total 29 83.536

5 = 0.8135 R-Sg = 80.99% R-Sg(adj) = 77.03%
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Means that do not share a letter are significantly different.

Fig. 3 Result from ANOVA for %Antiscalant dosing concentration
variation.

According to the result of Fig.2 and Fig.3, it was
found that at significance level of 0.05, % Antiscalant
dosing  concentration was  significantly affected
conductivity of RO water (P-value < 0.05). The residual
plot was distributed nearly in left-skewed and
independently fitted.

B.  The Study of % Microbiocide dosing concentration
variation result

The experiment was conducted by varying dosing
concentration of Microbiocide into 5%,10%,15%,20%,25%
and 30% by volume with dosing constant concentration of
Antiscalant at 20% by volume. Analysis of Variance
(ANOVA) was used to analyse the test result by Minitab 16
software as shown in Fig.4 and Fig.5.
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g. 4 The Residual Plot for Conductivity Value with respectively to
variation concentration of % Microbiocide dosing solution.



One-way ANOVA: Conductivity versus % Microbiodde

Source DF 55 M5 F E
% Microbiccide 5 44.031 &.806 8£.%4 0.000
Error 24 23.644 0.985

Total 29 687.675

5 = 0.9926 R-5q = 65.06% FE-Sg(adj) = 57.78%

Individual 35% CIs For Mean Based on
Pooled StDev

Level N Mean StDev
5 5 11.204 1.299
10 5 10.878 0.786
15 5 9.398 0.42%
20 5 7.796 0.843
25 5 8.938 1.066
30 5 10.668 1.255

Pooled StDev = 0.993

Grouping Information Using Tukey Method

% Micrcbiccide N Mean Grouping
5 5 11.2040 &

10 5 10.8780 A

30 5 10.6680 A B

15 5 9.3%80 A BC

25 5 g8.9380 BC

20 5 7.7960 c

Means that do not share a letter are significantly different.

Fig. 5 Result from ANOVA for %Microbiocide dosing concentration
variation.

According to the result of Fig.4 and Fig.5, it was
found that at significance level of 0.05, % Microbiocide
dosing  concentration was  significantly affected
conductivity of RO water (P-value < 0.05). The residual
plot was distributed nearly in right-skewed and
independently fitted.

Referred to the results from Experiment No.l1 and
No.2 implied the residual distribution, the plots were not
normally distributed and tended to be skewed. To
investigate this phenomena, Experiment No.3 was
conducted.

C. The Study of the combination of % Antiscalant and %
Microbiocide dosing concentration variation

The experiment was conducted by varying dosing
concentration of Antiscalant 10%, 15%, 20%, 25% and
30% by volume with dosing constant concentration of
Microbiocide at 10%, and 15% by volume. General Linear
Model was used to analyse the test result by Minitab 16
software as shown in Fig.6 and Fig.7.
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Fig. 6 The Residual Plot for Conductivity Value with respectively to
variation concentration of % Microbiocide and % Antiscalant dosing
solution.

General Linear Model: Conductivity versus %oAntiscalant, %Microbiocide

Levels Values
5 10, 15, 20, 25, 30
2 10, 15

Factor Type
$intiscalant fixed
$Microbiocide fixed

REnalysis of Variance for Conductivity, using Adjusted 55 for Tests

Source DF  Seq 35 Adj 55 Adj M3 F P
$hntiscalant 4 75.1687 75.1687 18.7822 25.52 0.000
$Microbiocide 1 0.7868  0.7868  0.7862  1.07 0.310
$hntiscalant*$Microbiocide ¢ 3.5081 3.5091 0.8773 1.19 0.335
Error 30 22.0907 22,0907  0.7364

Tatal 38 101.5553

5= 0.858112 B-5g=78.25% R-3gfadj) = 71.72%

Unusual Observaticns for Conductivity

Fit SE Fit Residual 35t Resid
-1.6200 -2.18 R

Cbs Conductivity
38 7.8900 9.5100 0.4291
R denotes an cbaervation with a large standardized residual.

Residual Plots for Conductivity

Main Effects Plot for Conductivity

Fig. 7 Result from General Linear Model Simulation for %Microbiocide
dosing concentration variation

According to the result of Fig.6 and Fig.7, it was
found that at significance level of 0.05, % Antiscalant
dosing  concentration was significantly affected
conductivity of RO water (P-value < 0.05), whereas %
Microbiocide dosing concentration and interaction
between % Antiscalant and % Microbiocide dosing
concentration was not significantly affected
conductivity of RO water (P-value > 0.05). In addition
to the residual plot in Fig.6, the residuals were normally
distributed with zero mean and nearly constant variance
and independently fitted. To prove the relation among these
factors, Main Effects Plot and Interaction Plot were shown
in Fig.8 and Fig.9.
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Fig. 8 Main Effects Plot for Conductivity with respectively to %
Antiscalant and % Microbiocide.
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Fig. 9 Interaction Plot for Conductivity with respectively to %
Antiscalant and % Microbiocide.

D.  Response Function

To develop the response function, Regression
Analysis was used with the deducting the non significant
factor. The model was showned in Fig.10.

Flegr&s'lon Analysis: Conductivity versus %Antiscalant, %Microbiocide

The regression equation is
Conductivity = 0.222 %Antiscalant + 0.297 £Microbiocide

Predictor
Noconatant
sintiscalant 0.22201 0.02289 9.70 0.000
3Microbiocide 0.29674 0.03810 7.79 0.000

Coef SE Coef T P

S = 1.30892

Znalysis of Variance

55
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3553.7

MsS F P
1735.7 1013.08 0.000
1.7

Source DF
Regression 2
Residual Error 48

Total 50

Source
3Antiscalant
iMicrobiocide

DF Seq 55
1 3367.5

1 104.0

Fig. 10 Response Function of Conductivity with respectively to %
Antiscalant and % Microbiocide by Regression Analysis.

The regression equation is

Conductivity = 0.222 % Antiscalant + 0.297 %Microbiocide

E.  Optimal Condition of the Parameters

To determine the optimal condition by optimizing the
parameter in RO Water Treatment, Excel Solver in

10

Microsoft Excel Program was simulated. The optimal
condition of these factors are summarized in Table I.

TABLE I: Result of Optimal Condition of Factors in
Reverse Osmosis Process

Factors Optimal Level
% Antiscalant 10
%Microbiocide 10

The dosing of Antiscalant and Microbiocide at 10%
concentration by volume are optimal value and could yield
RO water conductivity at 5.19 uS/cm.

III. CONCLUSION

To confirm the result, 30 samples were performed
under the optimal condition at 10% concentration for
Microbiocide and Antiscalant with the 2 results of standard
concentration of 20% Microbiocide and Antiscalant at pH
6.15-8.56, conductivity at 216-369 pS/cm of feed water and
controlled driving pressure at 4 Bar by RO Unit controller.
Conductivity and % Salt rejection of RO water are the key
performance indicators, the results are shown in Fig.11 and
Fig.12.
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Fig. 11 The comparative Result of RO Water Conductivity between
optimal condition and standard condition
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Fig. 12 The comparative Result of Salt Rejection of RO Water
between optimal condition and standard condition
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According to the result in Fig.11 and Fig.12,
conductivity of RO water in optimal dosage concentration
in the range 5.05-8.51 pS/cm with % Salt rejection in the
range 95.12-98.52, whereas the standard condition yield
conductivity in the range of 6.49-6.80 uS/cm and 7.01-8.11
uS/cm with % Salt Rejection in the range of 95.42-97.22
and 97.23-97.68. The optimal condition could operate
approximately to the calculated value from Excel Solver.
This condition could reduce chemical consumption amount
and help monitoring performance of RO unit.
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ABSTRACT

This paper proposes the impact to a technical loss in a distribution
system because of the difference of distribution pattern and customer
characteristics that customer characteristics are set at each load point
on 7 case studies. The study focuses on the integration of all types of
consumer characteristics before spreading to all load points and
distributing the customer characteristics in the case study patterns. In
this paper, the proposed idea is tested on the distribution system that
consists of 9 load points. The results are shown the daily technical loss
of the first section of a transmission line or the section next to the source,
all case studies are the same graph characteristics. If each load point of
the distribution system has the different type of customer characteristics,
technical losses which were calculated by the integration of all types of
consumer characteristics was not accurate.
Keywords: Technical Distribution Customer

Loss, System,

Characteristics, Load allocation
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Abstract— Developing web application that handles valuable
information requires an authentication wusing user
identifications (IDs) to control the system access. An ID may
contain a username and password. One of the security issues
that often occur is that the ID can be stolen by a malicious user
for abusive purposes which negatively causes damage to the
ID owner. Today, there are many techniques and methods
presented to prevent the theft. One of them is to use virtual
password. The researcher has proposed a new strategy to
enhance system security using the principle of virtual
password by creating a virtual character set to randomly
matches the real character set and then the output is sent to
the server for system-access right verification. The researcher
tested the proposed strategy by developing a PHP-language
system and analyzed the system security. The finding revealed
that the system was secure and was able to prevent itself from
various threats i.e. sniffing, phishing, key-logger, and
shoulder-surfing. Finally, system performance of the
proposed strategy was evaluated and compared against the
traditional system. The comparison indicated that the
proposed strategy was suitable for use on small to medium
systems.

Keywords— Web Security, Session, Web Authentication,
Virtual Password, Password Sniffing

I. INTRODUCTION

Evolution of information technology and the internet
has allowed many organizations to incorporate web
applications into their operations to improve organizational
efficiency and competitiveness. These systems are
designed to be used over an internet network accessible
anytime and anywhere for the convenience of customers.
Examples of such system include; E-Mail, = E-Banking,
E-Document, E-Salary, E-Payment, E-Commerce, and
other systems. The operational principle of these systems
contains user identification (IDs) authentication, where the
ID consists of username and password to prove the system
access authentication. Since these web applications handle
highly secure information and property, perpetrators tend
to feel attracted and attempt steal the IDs through various
abusive misconducts such as packet sniff [1] using simple
tools where the attack infiltrates like a man in the middle
[3] of the ongoing communication which intercepts the
communication between user and the server. Other
misconducts include fake webpage creation which lures the
victim to input ID information (web phishing) [4],
keystrokes logging or key-logger [5], and one of the

simplest ways which is to literally sneak peek at the victim
while inputting the ID data, shoulder-surfing [6]. Losing an
ID may cause damages to the owner from information,
reputation, to property. However, there are currently
several ways to enhance security to prevent such theft e.g.
virtual password [7], dynamic password [8], and HTTPS
[9]. Nevertheless, each method still contains its own
problematic limitations and conditions.

This study has proposed a new strategy to enhance
security to system user using the virtual password principle
and it is simple. What it does is that it creates a set of
randomized virtual characters stored in a form of session
variable then the set is used to match with the real password
character set. Users input their password through the
randomized virtual character set and then the input is used
to match with real password from database. The designed
strategy can be realistically developed and applied without
requiring infrastructural upgrade nor addition installation
budget. Later, designed system was developed and security
analysis against various attacks was conducted. System
performance was evaluated and compared with traditional
system to indicate suitability for actual implementation.

II. RELATED STUDY

A.  Virtual Password

Virtual password [7] refers to the data set input into
the system to prevent revealing the real password. Such
data was created through various measures such as
encryption, hashing, and randomization and, depending on
the method, when the data set is sent to the server, it is
decrypted and reveal the real password which the server
further uses to verify with its database.

B. Session

Web application development essentially requires the
use of a variable called session [11] to temporarily store
user data who is accessing the system. Session data is stored
on the host while the session ID number is stored on both
the client and host and it is used as data reference. Session
usage is commonly found to store temporary data on
circumstances like while users stay logged in, to store
account information that logs into the system, or other cases
unrelated to signing in such as website traffic analytics.
Session variables can be applied in various web application
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development strategies and suitable for temporary data
storage in PHP.

C. Relevant Study

Many studies paid attention to security or password
theft protection using the principle of virtual password as
well as dynamic password. Most studies proposed
strategies to enhance password protection. Some studies
proposed untested algorithmic designs or designs too
complex for web application [13,14,15,17,18] Some
studies incorporated session technique in web application
implementation and design however, their complicated
designs had made them impractical. [17, 19] Some other
studies were flawed due to being vulnerable to other attacks
such as key-logger or phishing. While the study the
researcher had earlier presented contained some drawback
due to being only compatible with touchscreen computer
[20].

III. DESIGN

This study employed the principle of virtual password
with the help of session variable. For the purpose of testing,
the system was designed using PHP-language. Operational
steps were tested as explained in Figure 1.

Client ) Server
User register
1 regis(user, real pass)
Store data to DB

) Request login

Login Form

3 random(virtual_pass)
match(real pass, virtual pass)

SESSION = virtual pass
(Stored to SESSION variable)

fill(user,virtual pass)
Fill virtual _pass o/')natch&, Lgﬂ}’l.

4
VirtualToReal(Index,SESSION)
if (Char_of Index == real pass)
/ else (Char_of Index != real_pass)
Manage Page /
Login Page

Fig. 1 Design of Virtual Password Authentication

According to Figure 1, operations could be explained
as following:

A.  Registration (Number 1)

User fills in the registration information as usual
which is entering user account information via an HTML
form. The system then records username and password in
the database.

B.  Sign-in (Number 2-3)

When the user access the login page, the system will
generate a form prompting to input the username and
password, however in the password section, the system will
generate a table of character matching between real

password from a-z and 0-9 and the virtual password
character from a-z and 0-9. (Character variables can be
increased however both sets should exactly match.) Every
time the log-in form is generated, the virtual character set
always randomizes its character positions while still
matches those of the real password characters. The user is
required to input the password through such randomized
character set for instance, if the username is admin and the
password is abed, and assume that the randomization is
generated as: | a,f| b,3 | c,y | d,b|... | 9,r |, the user must
enter f3yb as password.

C.  Method of randomization (Number 3)

The conditions are firstly, the same character between
two sets will never be matched for instance, | a,a | will never
occur, and secondly, the used character will never repeat i.e.
if a character is paired, it will never be used again in any
other pair for example, | a,x | b,r | ¢,x | is not supposed to
occur since x has already been randomly assigned to the
first pair thus must not again be used in the third pair.
Randomization method can be elaborated step-by-step as
following:

1. k =random(virtual pass)

2. if (virtual pass[k] ==real pass[i]) new random
(exclude virtual pass[k]) k = knew
print real pass[i], virtual pass[k]
virtual passrandom = virtual pass[k]
unset(virtual _pass[k]) and GO 1
SESSION["virtual pass"] = virtual passrandom

AR

The steps above can be explained below:

1. Position randomization employed mt rand
function to select the character position for the
virtual character set.

2. If the random character matches the same
character of the real password, execute re-
randomization by excluding the previous
character.

3. Match the randomized virtual character with the
real character and display the result in the login
page.

4. Create a variable to store position value for each
randomized character.

5. Remove the already-used characters out of the
virtual character set so that they are not used again.

D.  Authentication (Number 4-5)

When a user fills out the username and password (the
virtual password), the system sends both data sets to the
server for verification. In terms of virtual password, the
data is first to be decrypted into real password using
character matching between the virtual and real ones. When
real password is extracted, the system then checks against
its database. For example, when a user enters a password,
f3yb, the system compares each character of the obtained
data back to the real password character set to find out
which matches which. Assuming that the randomization at
that time is generated as: | a,f| b,3 |c,y |d,b|... | 9,r ]|, the
decryption would result abed as the real password result.
Such result is then used to check against the data in the
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database and if the data matches with the database the user
is then redirected to the dashboard or otherwise returned to
the login landing page once more.

IV. TESTING

Design test was conducted through a PHP web
application environment where user data was stored in
MySQL database. The test was designed by running the
web application on Apache Web Server the following
server specifications: CPU Intel Xeon E5606 2.13GHz 4
Core, 4Gb memory, with CentOS 7.0 64bit operating
system installed. The designed strategy was tested for
operational accuracy through user ID input, comprising of
username and virtual password, during the login. In
addition, the researcher has conducted a performance test
of the system compared to a web application using
traditional password input method using HTTP request
simulation via Apache JMeter [12]. Users were simulated
and the response time was measured. The test was
conducted 9 rounds and each round was designed to
generate 10, 20, 50, 100, 150, 200, 300, 500, and 1000
requests/second respectively. Each round was tested 10
times to find average response time. In terms of data
sniffing/interception prevention test, the researcher
employed Wireshark [2] with test diagram as displayed in
Figure 2.

S

User load login page
and fill user,virtual password

v

Server
Virtual Password Script

Sniffer

Fig. 2 Test Diagram

The figure indicates the system test design on data
sniffing/interception which requests the login page handled
by the host and then sniff the ID data using Wireshark
program.

V. PERFORMANCE

Design test was conducted through a PHP web
application environment where user data was stored in
MySQL database. The test was designed by running the
web application on Apache Web Server the following
server specifications: CPU Intel Xeon E5606 Performance
results are divided into two parts i.e. firstly, system
performance and security analysis against various attacks;
sniffing, phishing, key-logger, and shoulder-surfing and
secondly, the efficiency test of system performance when
compared to the normal/traditional system.

A.  Security Analysis

After a performance test of the developed system from
the designed strategy, the test result indicated that the
developed system could function properly i.e. the system
was able to conduct authentication and the system could
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generate virtual passwords. During the test, the researcher
created a test ID with the username: admin and password:
passwd1234 and experimented 10 times. The finding
revealed that there was no duplication in virtual password
generations. As exhibited in Figure 3.1-A and 3.2-A which
were the first and second test sequence respectively, there
was no duplication in virtual password generations. When
the user input the username: admin and the password using
the virtual password (green characters) by inputting the
characters that matched real password (black characters) as
previously registered. The results indicated that the user
was required to input jlkk3q98ig during the first test and
7266fjde8l during the second test. Once the user pressed
login button, the system sent virtual passwords to verify
user identity with the host which the host responded
appropriately with access permissions. Since the system
always compared the character set of real password with
matched character position of virtual password and the data
was stored in session variables, every time data interception
test was conducted from the same ID data, it was found that
the intercept data came in different values due to the fact
that the intercepted data were the values of virtual password.
The test results of password interceptions are exhibited in
Figure 3.1-B and 3.2-B.

usermame

admin

PassWord (Fill green character)

a b ¢ d e f g h i |]j kI
I E DB EORBABALR
m n o p . q r s t u v w x
BB IEBEBONODBANREBEE
y z 0 1, 2 3 4 5 6 7, 8 9
didBBEBiBAa@EEBERB
| .......... |
Login

3.1-A) Login page 1st time.

Transmission Control Protocol, Src Port:
Hypertext Transfer Protocol
“ HTML Form URL Encoded: application/x-www-
Form item: "username” = “admin™
Form item: “password” = "jlkk3gqo8ig"

3.1-B) Password Sniffing 1% time.
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usermame

admin

PassWord (Fill green character)

a b c¢ d e f g h i j @k 1
BENEBEIlBEEREODABEBE B
m n o p g r s t wu v w X
DOl BEEEBLEAER
y =z| 0|1 2 3 4 5 6 7 8 9
(< o B < I = & A R R I |

Login

3.2-A) Login page 2 time.

Transmission Control Protocol, Src Port: 23269 (2326

¥ HTML Form URL Encoded: application/x-www-form-urlenc
Form item: "admin”
Form item: “"password” = "7266fjdeBl"

3.2-B) Password Sniffing 2" time.

"username” =

Fig. 3 Password Sniffing

Security analysis of test for vulnerabilities covers the
following areas:

1) Sniffing: The developed and designed system could
prevent theft from sniffing. Though sniffing could intercept
virtual password data, the intercepted data was of no use
since it did not help with further authentication due to the
fact that each login generated new randomized character
positions and matches between virtual and real passwords
therefore there was literally no point intercepting such data
for it being unusable nor decodable as the host always
offered newly unpredictable randomization of matching
patterns.

2) Phishing: The developed and designed system
could prevent theft from phishing since the stolen password
through this method is a virtual one and thus inapplicable
in practicality and it is no use in decoding either.

3) Key-logger: The developed and designed system
could prevent theft from key-logger since each login
required the user to input different virtual passwords with
uncertain randomized characters depending on generation
pattern of each request.

4) Shoulder-surfing: Stealing passwords by sneak
peeking through the shoulder-surfing works well with
graphic authentication because the perpetrator can easily
visualize the graphic however, when it comes to typing in
keyboard characters especially with randomized required
input where user is not to type different sets of character on
every login makes it extremely hard for the perpetrator to
memorize.

B.  System Performance Compared to Traditional System

To compare the designed system with a regular one to
find out whether the designed strategy is suitably practical,
the researcher conducted an experiment simulating HTTP
requests examine the response time. The result is shown in
Figure 4.

Response Time

10 20 50 100 150 200 300 500 1000
Requests/Sec

—=#— Regular Authentication ~ — —# - Virtual Password

Fig. 4 Response Time

Figure 4 exhibits the comparative results of both
system performances, the proposed system versus normal
system. The finding indicated that response time of both
systems were very similar when handling less than 100
requests/sec however when more requests/sec were
simulated, the proposed system had longer response time
than the normal system.

VI.CONCLUSION

This study proposed a solution according to the
principle of virtual password to enhance security against
password stealing through web application. The virtual
password design employed matching method between real
password and virtual password. Users were required to
input virtual password instead of the real one and virtual
password character locations were always randomized
whenever the login page was requested. The system used
session variables to store the randomized values each time
which would later be used to track back and verify user
identity on the server end. The researcher developed a
system to test the proposed strategy using PHP language
environment and the performance result indicated that the
system was able to accurately authenticate. Further security
analysis on various vulnerabilities issues was conducted i.e.
sniffing, phishing, key-logger, and shoulder-surfing attacks
and the finding revealed that the proposed system was able
to prevent password theft from all the mentioned methods
because each login, users were required to enter different
virtual passwords, which made the system invulnerable
from such attacks. Eventually, system performance test was
conducted and the results were used in a comparison
analysis between the performance of the proposed system
and other regular system. The comparison indicated that the
proposed system encountered longer response time when
more requests/sec were generated since the proposed
system was required to process the character location
randomization and matching between virtual and real
password characters as well as session back tracing. This
can be concluded that the proposed system is more suitable
to medium-sized web applications. Though, the proposed
system may create difficulties to users during first uses for
the requirement to always input virtual passwords, it is
friendly to further development and actual implementation.
In addition, it is secure against attacks due to password theft.
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Abstract— The researchers have decided to create an
application for the sole purpose of protecting once private
information even as small as a basic text message. Using the
Rivest Shamir Adleman algorithm (RSA). Itis an algorithm
used to encrypt and decrypt messages. It uses an
asymmetric cryptography algorithm which means it has 2
different keys. Algorithm involves a public key and a
private key. The public key could be shared to anyone; it
used to encrypt the message. Message encrypted using the
public key can only be decrypted with the private key. The
use of the RSA Algorithm is mainly used in banks for
security purposes; the researchers have proposed and
developed a program that would use the algorithm,
combining it in a mobile messaging application in Android
and also using Google Cloud Messaging (GCM). Security,
especially when it comes to phones is a problem. Private
information is something one poses in their everyday lives,
and people all over the world have tried to increases
security but there are also those numbers of people that
have tried stealing information to use for their personal
gain. Security is almost slowly becoming impossible since
the rapid improvement of technology.

Keywords— Rivest Shamir Adleman algorithm (RSA),
Cryptography, Assymetric Encryption, Android, Google
Cloud Messaging (GCM), Security

I. INTRODUCTION

A.  Background of the Study

With the cutting-edge computer technology and the
existing capability of Internet telecommunications today,
there are many possible ways of relaying a message to
someone for something important, confidential or even
just a simple conversation. However, security is one of
the common problems in forwarding a message online,
either through web or a mobile device. A study stated
that “Out of the numerous people who are aware and
using the World Wide Web, 40% of these people are still
using unsafe browsing facility”.[1] It can be said that the
Internet is one of the most public places to communicate;
During this time when the Internet provides essential
communication between tens of millions of people and
is being increasingly used as a tool for commerce,
security becomes a tremendously important issue to deal
with[2]; transmitting information to another is
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dangerous, especially if that information is something
that is extremely confidential.

A way to secure ones messages is through
encryption. To make sure that they do safe transactions
every time, there must be some technology, which
assures and safeties of usage. This is known to be
Encryption. [1] Encryption is the conversion of
electronic data into another form using an algorithm,
called ciphertext, which cannot be easily understood by
anyone except the authorized parties. A ciphertext is the
result of encryption performed onplaintext using an
algorithm, called a cipher. Decryption, the inverse of
encryption, is the process of turning ciphertext into
readable plaintext. The primary purpose of encryption is
to protect the confidentiality of digital data stored on
computer systems or transmitted via the Internet or other
computer networks.

B.  Significance of the Study

This section will provide description on the various
significances of the study given the three categories;
users, programmers and future researchers. Nowadays,
there are many ways to relay a message to someone for
something important, confidential or even just a simple
conversation. The proposed study will serve as one of the
ways to deliver a message through an android device to
another android device but is more secured. Users of
android device who are sending messages online will be
one of those who will benefit from the study. The
application will take their message’s confidentiality to
the next level. By using the application, the user can now
encrypt/decrypt his messages. Another target beneficiary
of the study are the programmers and future researchers
for the abstraction of the same topics as the study, related
to Rivest Shamir Adleman algorithm, message
encryption, mobile application, or other related studies,
like cryptology, and threats concerns of mobile internet
safety.

C.  Scope and Limitations

1) Scope

The coverage of this study is to implement the
Rivest Shamir Adleman (RSA) algorithm in encrypting



a personal text message from a user of an android device
to a receiver on another android device that is connected
to the same network. The study involves developing a
message encrypting application that is capable of
receiving/sending a message and is able to transform that
message from plain text to a cipher text using an
asymmetric encryption. The application should be
installed on each of the android device to be able to use
the program. All the users that is connected to the server
is considered online and will be visible to all other users
using the application.

2) Limitations

The study is limited to user to user encryption; there
will not be a group message encryption available in the
study. The user cannot use the application without
internet connection and must be connected to the same
network. The mobile application is fully reliable to the
speed of the internet connection and the server. The
encryption can only work with all the letters and symbols
that could be found on a regular keyboard but all symbols
can be encrypted as well as emoticons.

II. REVIEW OF RELATED LITERATURE
A. Cryptography

Cryptography is basically the science that employs
mathematical logic to keep the information secure. It
enables someone to securely store sensitive information
or transmit information securely through insecure
networks to keep it from being hacked, masqueraded, or
altered [3]. The purpose of Cryptography is the science
of writing in secret code and is an ancient art; the first
documented use of cryptography was written to date
from circa 1900 B.C. when an Egyptian scribbled non-
standard hieroglyphs in an inscription but people argued
that Cryptography was invented during the time of war.
Cryptography is necessary when communicating with
anyone using the internet in case someone would
intercept your messages.

When it comes to communication of any
application to application, there are specific security
requirements that need to be meant. They are
Authentication, Privacy, Integrity, and Non-repudiation.
Authentication is the process of providing your identity.
Privacy is ensuring that no one could read the message
except the person intended to receive it. Integrity is
assuring the receiver that the message has not been
changed or modified and Non-repudiation is a
mechanism to prove that the source of message or
composer of the message is legit [2]

The program “obfuscation” has been around for at
least decades, but no one has ever developed a
mathematical framework for the idea. Over the years
commercial software companies have created different
ways for garbling a computer program so that it will be
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harder to understand while still processing or doings its
purpose but hackers have defeated every single attempt.
At best, these obfuscators offer a “speed bump” said by
Sahai, now a computer science professor at the
University of California. A hacker would now take a few
days to unlock the information of the software instead of
just taking a few minutes.

Secure program obfuscation would be useful for
many possible applications, such as protecting software
patches, chips that read encrypted DVDs or even
encrypting military equipment’s like drones. More
futuristically, it would allow us people to create
automated virtual agents that we could use to send out
into the computing “cloud” to act on our behalf. Your
valued information from credit card numbers, pass codes
and password would be safe hidden inside that program.

Currently the program doesn’t exist. As Sahai
pondered program obfuscation, however, he and other of
his colleagues quickly realized that its potential far
surpassed any specific application. If ever a program as
obfuscator would ever be created, it could solve many of
the problems that have been driven cryptography for the
past years, problems about how to conduct secure
interactions with people at, say, the other end of an
internet connection, whom you may not know or even
trust for that fact [4].

B.  Asymmetric Encryption

Asymmetric  cryptography  or  public-key
cryptography is cryptography in which a pair of keys is
used to encrypt and decrypt a message so that it arrives
securely. Initially, a network user receives a public and
private key pair from a certificate authority. Any other
user who wants to send an encrypted message can get the
intended recipient's public key from a public directory.
They use this key to encrypt the message, and they send
it to the recipient. When the recipient gets the message,
they decrypt it with their private key, which no one else
should have access to. [5]

An asymmetric algorithm, as outlined in the Diffie-
Hellman paper, is a trap door or one-way function. Such
a function is easy to perform in one direction, but
difficult or impossible to reverse. For example, it is easy
to compute the product of two given numbers, but it is
computationally much harder to find the two factors
given only their product. Given both the product and one
of the factors, it is easy to compute the second factor,
which demonstrates the fact that the hard direction of the
computation can be made easy when access to some
secret key is given. Public-key algorithms are based on
mathematical problems which currently admit no
efficient solution that are inherent in certain integer
factorization, discrete logarithm, and elliptic
curve relationships. [6]
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This allows for the exchanging of securely signed
and one-to-one messages. The sender encrypts the
message using the common algorithm and his own secret
key. They then sign the result, encrypt it again (with their
signature in cleartext) using the recipient's public key,
and send it. The recipient decrypts the received message
using their own secret key, identifies the sender from
their now-cleartext signature, and then decrypt the result
using the sender's public key. This ensures the recipient
that whoever composed the message had access to the
sender's private key, and that nobody tampered with the
message or read it along the way. [5]

In symmetric cryptography, the same key is used
for both encryption and decryption. This approach is
simpler in dealing with each message, but less secure
since the key must be communicated to and known at
both sender and receiver locations.

That is why the researchers decided to use
asymmetric encryption instead of symmetric encryption.
Asymetric encryption is much harder to break rather than
symtric because it has a private and a public key.

C. Google Cloud Messaging

In order to connect the applications we will be using
GCM in our Message encryption application. According
to developer.android.com, Google Cloud Messaging
(GCM) for Android is a service that allows you to send
data from your server to your users' Android-powered
device, and also to receive messages from devices on the
same connection. The GCM service handles all aspects
of queuing of messages and delivery to the target
Android application running on the target device, and it
is completely free.

According to Google, The service provides a simple,
lightweight mechanism that servers can use to tell mobile
applications to contact the server directly, to fetch
updated application or user data. The service handles all
aspects of queuing of messages and delivery to the target
application running on the target device. The free service
has the ability to send a lightweight message informing
the Android application of new data to be fetched from
the server. Larger messages can be sent with up to 4 KB
of payload data. Each notification message size is limited
to 1024 bytes. [7]

Applications on an Android device don’t need to be
running to receive messages. The system will wake up
the application via a mechanism called Intent Broadcast
when the message arrives, as long as the application is
set up with the proper broadcast receiver and
permissions. GCM does not provide any built-in user
interface or other handling for message data. Instead, it
simply passes raw message data received straight to the
application, which has full control of how to handle it.
For example, the application might post a notification,
display a custom user interface, or silently sync data.
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D. Java Programming Language

Java Programming Language is a general-purpose
computer programming language that is concurrent,
class-based, object-oriented, and specifically designed to
have as few implementation dependencies as possible. It
is also intended to let application developers "write once,
run anywhere", meaning that code that runs on one
platform does not need to be recompiled to run on
another. Java applications are typicallycompiledtobyte-
code that can run on any Java virtual machine regardless
of computer architecture. Java is, as of 2014, one of the
most popular programming languages in use, particularly
for client-server web applications, with a reported 9
million developers

Java was originally developed by James Gosling at
Sun Microsystems which has since merged into Oracle
Corporation and released in 1995 as a core component of
Sun Microsystems' Java platform. The language derives
much of its syntax from C and C++, but it has fewer low-
level facilities than either of them. Sun Microsystems
released the first public implementation as Java 1.0 in
1995. The language was initially called Oak after an oak
tree that stood outside Gosling's office. Later the project
went by the name Green and was finally renamed Java,
from Java coffee that is said to be consumed in large
quantities by the language's creators.Gosling designed
Java with a C/CH++-style syntax that system and
application programmers would find familiar. [8]

E. Rivest Shamir Adleman Algorithm
RSA is an algorithm used to encrypt and decrypt

messages. It uses an asymmetric cryptography algorithm
which means it has 2 different keys. RSA was announce
publicly in 1978 and stands for Ron Rives, Adi Shamir
and Leonard Adleman. The algorithm involves a public
key and a private key. The public key could be shared to
anyone; it used to encrypt the message. Message
encrypted using the public key can only be decrypted
with the private key [9]. The algorithm can be used for
both public key encryption and for digital signatures. Its
security is based on the difficulty of factoring the large
integers.

II. SYSTEM ARCHITECTURE

A.  System Architecture

The researchers will be using Android Studio and
java programming language for making the system. It
includes features like Live Layout: WYSIWYG Editor,
Live Coding, Real-Time App Rendering, rich layout
editor that allows users to drag-and-drop Ul components,
option to preview layouts on multiple screen
configurations and other tools for mobile development.
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Generally, the primary part of the Message
Encryption Application will be assembled inside the
Android Studio integrated development environment
including but not limited to; Graphical User Interface,
overall design, buttons, text and images that will be used
or be implemented in the Application. The RSA
algorithm will be used for message encryption of the
application, it includes the generation of the public key
and private key for the sender and recipient. Most
Android apps need to save data, even if only to save
information about the app state during onPause() so the
user's progress is not lost. Most non-trivial apps also
need to save user settings, and some apps must manage
large amounts of information in files and databases. For
this we will use internal storage for saving data. This
introduces the principal data storage options in Android,
including; saving key-value pairs of simple data types in
a Shared Preferences file.

B. Algorithm

1) RS4

The Rivest-Shamir-Adleman (RSA) algorithm is
one of the most popular and secure public-key encryption
methods. The algorithm capitalizes on the fact that there
is no efficient way to factor very large (100-200 digit)
numbers. RSA is a cryptosystem for public-
key encryption, and is widely used for securing sensitive
data, particularly when being sent over an insecure
network such as the Internet.

As stated in the book by Rivest, R.L., Shamir, A.,
and Adleman, L. (February 1978), entitled “A Method
for Obtaining Digital Signatures and Public-Key
Cryptosystems", Communications of the ACM, Vol 21,
No. 2 using an encryption key (e, n), the algorithm is as
follows:

1. Represent the message as an integer between 0
and (n-1). Large messages can be broken up
into a number of blocks. Each block would then
be represented by an integer in the same range.
Encrypt the message by raising it to the eth
power modulo n. The result is a ciphertext
message C.

To decrypt ciphertext message C, raise it to
another power d modulo n

The encryption key (e, n) is made public. The
decryption key (d, n) is kept private by the user. Rivest,
Shamir, and Adleman provide efficient algorithms for
each required operation.

3.
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How to Determine Appropriate Values for e, d,
and n

1. Choose two very large (100+ digit) prime
numbers. Denote these numbers as p and g.

2. Setnequaltop *gq.

3. Choose any large integer, d, such that GCD(d,
((p-1)* (g-1)) =1

4. Find e such that e * d=1 (mod ((p-1) * (g-1)))

The questlon of how secure is a communication
using RSA is secure still remains. In line with the
statement on the website courses.cs.vt.edu entitled
“Cryptography: RSA algorithm”, it is said that
Cryptographic methods cannot be proven secure.
Instead, the only test is to see if someone can figure out
how to decipher a message without having direct
knowledge of the decryption key. The RSA method's
security rests on the fact that it is extremely difficult to
factor very large numbers. If 100 digit numbers are used
for p and ¢, the resulting n will be approximately 200
digits. The fastest known factoring algorithm would take
far too long for an attacker to ever break the code. Other
methods for determining d without factoring » are
equally as difficult. Any cryptographic technique which
can resist a concerted attack is regarded as secure. At this
point in time, the RSA algorithm is considered secure.

The encryption using the public key generated by
the RSA algorithm is as follows. Let’s say you want to
send the message “BAD CHEF” and encrypt it using the
public keys 5, 14 and assuming that you still don’t know
the private keys that will be used to decrypt it.

2) Encryption Process
Public Key: 5, 14
Private Key: 11, 14

()The first step to do this is to convert the
letters into numbers (A isto 1, Bisto 2, Cis to 3....).

B A D CH E F
2 1 4 3 8 5 6

-> Original Text
- Equivalent number

(2)The second step is to raise the converted text
to the power of 5.

B A D C H E F - Original Text
2 1 4 3 8 5  6- Equivalent number
321 1024 243 32768 3125 7776 - raise to

the power of 5
(3)The third step is to get the %14.

B A D C H E
2 1 4 3 8
number

F - Original Text

5 6 - Equivalent
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32 1 1024 243 32768 3125 7776 -> raiseto
the power of 5

4 1 2 5 8 3 6 > %Il4,and the
encrypted Text
3) Decryption Process

Now, for the decryption process we need to use
the private key which is 11, 14.

(1)The first step is to get the encrypted message
and raise it to the power of 11

Public Key: 5, 14
Private Key: 11, 14

4 1 2 5 8 3 6 - encrypted text
4194304 1 2048 48828125 177147

8589934592 362797056 -> raised to 11

(2) The second step is to get the %14.

4 1 2 5 8 3 6 - encrypted text
4194304 1 2048 48828125 177147
8589934592 362797056 -> raised to 11

2 1 4 3 8 5 6 2> %l4

(3) After getting the %14, you can now covert
it to its original text.

4 1 2 5 8 3 6 > encrypted text
4194304 1 20438 48828125 177147
8589934592 362797056 -> raised to 11

2 1 4 3 8 5 6 2>%l4

B A D C H E F - Decrypted Text
Note that the private key and public key that is
given on the example is for explaining purposes only.
The public and private keys on the LAF chat application
consists of very large numbers for higher security.

C. Data Collection Methodology

Survey Questionnaire

A survey would be used by the researchers to
give to random individuals for them to gather
information on how much big is the population that
would play or use their software. It is when a person or a
group would have different individuals answer different
questions that would provide information to the group
about their certain product or project, in this case, a study
entitted “LAF CHAT: A Message Encrypting
Application Utilizing Rsa Algorithm For Android-Based
Mobile Device.”

Software Evaluation

Software evaluation is a type of assessment that
looks to determine if the software is the best possible fit
for the client. The idea is look at the resources and tools
given by the software that it either currently in use or is
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being tested as a possible addition to programs used by
the client.

D.  System Development

Iterative method

It is developed to overcome the weaknesses of
the waterfall model. It starts with an initial lanning and
ends with deployment with the cyclic interactions in
between. The basic idea behind this method is to
develop a system through repeated cycles.

SYSTEM
REQUIREMENTS|
SOFTW,

AR
[REQUIREMENTS

Fig. 2 Iterative Method

On the first phase, the researchers were to identify
the system requirements os the application to be
developed. Specifically, the following were to be
identified: What version of android phones will be able
to use the product? What specific algorithm should the
researchers use to fully guarantee the security of the
system? What methods are to be used? Then follows the
software requirements and the analysis of the data
gathered. From that the researchers came up with the
program design. The researchers will use the Google
Cloud Messaging and the Android studio for
coding/programming the mobile message encrypting
application. The good thing about this method is that
once the researchers ended a phase and started another
one is that one could always go back and do it twice,
unlike the waterfall model.



IV. RESULTS AND DISCUSSIONS

A. Testing Encryption and Decryption
TABLE I : Sample Input and Output

Input Decrypted Output | Match?
A Chip on Your A Chip on Your
Shoulder. Shoulder. YES
An Arm and a Leg. An Armandaleg. | YES
Fisherman's
Fisherman's friends. friends. YES
Back to the Future. Back to the Future. | YES
A Million ways to A Million ways to
Die IN the WEST. Die IN the WEST. | YES
"This is it!" "This is it!" YES
Get to the point,
Get to the point, leaving out all of
leaving out all of the | the unnecessary
unnecessary details. | details. YES
Remember KIDS! Remember KIDS! YES
|@#$%"&*() |@#3%"&*() YES
+ + YES
[T1\;',./ [1\s', ./ YES
{}]:"<>? {}]:"<>? YES
>ghgd >ghgd YES
:)):D;);D 333 ):D;);D 333 YES
Emoticons blank NO
<3 blank NO
< blank NO
</3 blank NO

Table I shows the sample input and output of the
application. The researchers did not include samples of
encrypted text input for the reason that each and every
user of the application have their own unique private and
public key which means that each will have different
results in the ciphertext.

The application will only be able to encrypt and
decrypt successfully if the text is less than or equal to 64
characters, this is because the KeyPairGenerator is only
512 bit long. We can use longer KeyPair and make the
system more secure and allow for longer messages but
will sacrifice on longer time for decrypting the message.

As you can see in the bottom part of the table, that
some output after decryption is blank. What happens
here is that it can encrypt the data and send it to the
recipient but when decryption is applied on the part of
the recipient’s device, it is read to be blank and displays
nothing. Emoticons built into the phone is not supported
also.
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B.  Time Consumed
TABLE II : Time for the message to be delivered

Time to Internet Speed
Complete (ms)

3242ms 2.95Mbps down | 1.04Mbps up
3676ms 2.95Mbps down | 1.04Mbps up
1025ms 2.95Mbps down | 1.04Mbps up
1054ms 2.95Mbps down | 1.04Mbps up
484ms 2.95Mbps down | 1.04Mbps up
710ms 2.95Mbps down | 1.04Mbps up
632ms 2.95Mbps down | 1.04Mbps up
1060ms 2.95Mbps down | 1.04Mbps up
571ms 2.95Mbps down | 1.04Mbps up
1229ms 2.95Mbps down | 1.04Mbps up
1349ms 2.95Mbps down | 1.04Mbps up
609ms 2.95Mbps down | 1.04Mbps up
1060ms 2.95Mbps down | 1.04Mbps up
6501ms 2.95Mbps down | 1.04Mbps up
N/A N/A

1273ms 2.95Mbps down | 1.04Mbps up
3791ms 2.95Mbps down | 1.04Mbps up
1242ms 2.95Mbps down | 1.04Mbps up

Table II shows the time consumed for the message
from the sender to be delivered to the recipient. We
included the speed of the internet that we are using to
serve as a baseline. Because having different speeds
affect the time needed for the data to be sent. We can see
from the table that our fastest message is delivered in
0.484sec and the slowest was 6.501sec.

The researchers included the internet speed because
it affects the time of completion process in addition to
how many characters are used. But as you can see the
slowest was still running the same as others internet
speed. This can be due to the phone’s Wi-Fi capability
and obstructions that results in weak signal or just plain
signal loss.

V. CONCLUSIONS AND RECOMMENDATIONS
A. Conclusions
The research paper tackles about the possibility of
using RSA algorithm as a security measure for a
messaging application for Android OS. The researchers
used Google cloud messaging for a path way for users to
interact with their messages, programmed using java; the
researchers have created a message encryption
application utilizing RSA algorithm. The applications
would allow its users to message different people while
having RSA algorithm as their number 1 source of
security since it will encrypt the user’s message and only
the receiver would have the capability to decrypt the
encrypted message.
As a conclusion the researchers have achieved the
following
1) The researchers have successfully implemented the
RSA algorithm in a mobile application and use it as
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2)

3)

the main tool for security for communication via
messaging. RSA is usually used for pins usually
found in ATMs and the researchers successfully
made use of RSA as encryption tool for longer
number of characters then its purpose for shorten
number of characters such as pins.

The researchers created an application that could
send and receive encrypted messages and decrypted
by the receiver. The message would be encrypted
with use of algorithm and passed through the
Google cloud, then would be delivered to the
designated receiver.

The researchers were able to add more security to
the application. The researchers were able to add
security questions and pin number security for
added security of the application itself since the
message is still accessible via the phone but to add
more security the researchers placed more security
measure to assure the user that even if the phone is
stolen, their information would be secured.

B. Recommendations

the researchers have encountered,

Based from the different errors and limitations that
the researchers

recommend that:

1)

2)

3)

4)

5)

For future use of the creating a messaging
application that the future developers would
consider using a faster possible internet since the
transaction of messages depends on how fast the
internet connection is.

The future developers would also consider using a
different path way other then Google’s Cloud
Messaging since the researchers have this during its
pre release and was given permission to test
Google’s product. Since it was pre release it is
possible that it might not be available to use o could
require paying for the use of Google cloud
messaging.

Improve the interface for possible new users since
people have different understandings and it might
not be easy for new users to understand the
interface of the application.

Adding face recognition for a possible security
measure since it’s a more reliable when it comes to
security. It would require the user’s exact facial
features and it would be impossible for anyone to
gain access or by pass the security

Add also Finger print scanning as another source of
security since face recognition now a day aren’t that
advance yet and don’t deliver amazing results.
Finger print scanning is currently advancing and
getting good result. It is used as one of the main
security of current smartphones.
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Abstract— Wireless Interoperability for Microwave Access
(WIMAX) is the interesting wireless broadband technology
which has not ever been commercially operated in Thailand.
This paper presents a simulation of planning and
optimization for WiMAX multi-hop access network which
deploys relay station (RS) to extend the coverage area of base
station (BS) in a real area. Site placement is an important
process for designing wireless access networks in order to
optimize the investment cost and quality of services. The
proposed multi-objective planning and optimization model
aims to assign the optimal number and location of base
stations and relay stations considering co-location sites with
existing GSM mobile site. The city area of Nakhon
Ratchasima, Thailand is chosen for being study area. Integer
Linear Programming is used for formulating the planning
and optimization model which aims to minimize the BSes and
RSes installation cost and maximize the service coverage
under signal strength guarantee constraints simultaneously.
Numerical network planning results demonstrate that the
proposed model can achieve overall service area with
economical implementation cost. In addition, it can efficiently
serve users in the target service area under the specified
budget limitation.

Keywords— WiMAX, multi-objective optimization, multi-
hop access network, site placement

[. INTRODUCTION

WiMAX (Wireless Interoperability for Microwave
Access) network technology has become potential
solutions to bring broadband internet access to people in
the remote area where a wired network infrastructure
cannot reach. With the support of the IEEE 802.16j
standard, one can deploy the network topology using
multi-hop relay station (RS) to enhance services of the
base station (BS). As illustrated in Figure 1, RSes can
provide coverage extension to the cell boundary area, the
shadowing area and the coverage-hole area. To enable
network operators to provide low-cost coverage with the
quality of services guarantee, there is a need for an
efficient network design.
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BS: Base Station
RS: Relay Station

Fig. 1 Relay station deployment

In WiMAX network planning, base station and relay
station placement is an important process to optimize
investment cost and quality of services. If the objective of
the planning is to increase the network coverage and the
signal strength [1], many sites would be placed close to
each other. This can improve the quality of services.
However, it is not good in terms of investment cost. In
contrast, the economical objective can be attained by
restricting distances between sites [2, 3] but signal strength
problem can occur. Hence, there is a tradeoff between
investment cost and the quality of services in which many
research groups are interested.

Our existing paper presents the multi-objective
planning and optimization problem for BSes placement in
a simulated study area [4]. For more economical
investment of the access network installation cost, the
multi-hop relay station topology should be incorporated
into the network structure. Therefore, the multi-objective
planning and optimization model that includes both BSes
and RSes placement is needed.
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In this study, we examined the planning of WiMAX
access network in Nakhon Ratchasima city area in which
the site placement for BSes and RSes are considered. The
proposed optimization model was formulated as an
integer linear programming (ILP) problem which is
usually adopted by other existing research works when
dealing with the facility location problems. Specifically,
the weighted sum method (WSM) was proposed here to
solve the multi-objective optimization problem by
combining two objectives and transforming them to one
function to simplify the solution of searching process.

The rest of paper is organized as follows. We review
existing research works in Section II. Section III presents
the problem definition and mathematical formulation. We
present the numerical experiment in Section IV and
conclude the paper in Section V.

II. RELATED WORKS

There are many existing studies on the network
planning and performance improvement for wireless
networks. In [5], focus on adaptive cross-layer bandwidth
scheduling strategy for hierarchical cellular networks. In
addition, WiMAX baseband transceiver was implemented
on multi-core software define radio platform [6].
Furthermore, there are several research works paid
attention to wireless network planning schemes. For
example, the studies on the wireless network planning for
mobile cellular networks are presented in [7] and [8]. The
practical network planning and implementation of
WiMAX along with performance evaluation and analysis
are presented in [9-11]. However, these research studies
interested in real network performances. The network
planning was done manually and lack of mathematical
formulation to optimize the network configuration.

Recent research works formulated mathematical
equations for optimizing WiMAX access network
planning. In [2] and [3] presented network design and
optimization model for WiMAX access networks which
effectively minimize investment cost by reducing the
number of BS and relay station while guarantied quality of
receive signal strength for user’s equipment. Moreover, [1]
presented planning and optimization in WiMAX access
network that can enhance network service coverage under
budget limitation. Although, each of these literature works
considered one side of network optimization problem and
cannot support whole network planning problem.
Therefore, multi-objective planning and optimization
problem is needed.

Our previous research work focused on multi-
objective planning and optimization problem for only
BSes placement [12]. Besides BSes installation,
implementing RSes is the significant option which can
increase the quality of service in the planning area with
optimal cost. This research considers both BSes and RSes
implementation in WiMAX access network. Our multi-
objective mathematical model is developed from the
existing mathematical model for support both BSes and
RSes installation.
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III. MULTI-OBJECTIVE-OBJECTIVE
OPTIMIZATION
A.  Problem Definition

This research presents the method for considering
locations for BSes and RSes placement from candidate
sites along with the effect of weighted value with
optimization result from two opposite objectives. The first
objective was minimizing investment cost that considers
from [2, 3] and another one was enhancing network service
coverage from [1]. ILP was applied to formulate network
planning problem. We used WSM to combine two
opposite ILP objective function for easier calculation.

In the network design model, we considered that
every BSes have the same infrastructure and transmitting
power. In addition, every RSes are considered same as
each other too. Demand points (DPs) were represented
demand of users in the study area. The DPs can connect
with the network through BS directly or via only one RS
that mean maximum hop from DPs to BSes is not more
than two. We guarantee the quality of service in terms of
receive signal strength by threshold (Pr).

B.  Problem Formulation

The WiMAX network planning problem in this
research was formulated as an ILP model which consisted
of three necessary parts. There were decision variables,
objective functions and constraints. This model is popular
to use as optimization tools for many research works.
Table I describes the notation used in the proposed model.

There were five binary decision variables in our study.
Installation of BS and RS sites were represented by f; and
y; respectively. They equal 1 if BS or RS was installed at
candidate position j or i. In contrast, they equal O if
candidate position j or i were not chosen to install site. In
addition, connection of DPs to BSes, DPs to RSes and
RSes to BSes were represented by wuy, vi and wy
respectively. They equal 1 if connections between their
pairs were established and equal 0 if there were no
connection.

We considered two different objective functions for
effectively cover many perspectives of network design
problem. The first objective function aimed to minimize
the network cost in terms of BS and RS installation cost
which can be written as objective function [1]. The second
objective function aimed to maximize coverage in terms of
number of DPs as show in the objective function [2]. These
objective functions would be collaborated with each other
by WSM that would be explained in next topic.

TABLE I : Definition of Notation Used in Proposed Model

Notations | Definitions

Sets:

B A set of candidate sites to install base stations
(BSes); (1,2,3,..,b) [1 B

R A set of candidate sites to install relay stations
(RSes); (1,2,3,..,r) LR

T A set of demand points (DPs); (1,2,3,..,2) O T




TABLE I : Definition of Notation Used in Proposed Model
(continued)

Notations | Definitions
Decision variables:
A binary {0, 1} variable that equals 1 if the BS
b is installed at site j, j €B; 0 otherwise
A binary {0, 1} variable that equals 1 if the RS
v is installed at site i, i eR; 0 otherwise
A binary {0, 1} variable that equals 1 if the DP
uh h is assigned to BS j, # €T and j €B; 0 otherwise
A binary {0, 1} variable that equals 1 if the DP
i h is assigned to RS i, h €T and i eR; 0 otherwise
Wi A binary {0, 1} variable that equals 1 if the RS i
is assigned to BS j, i eR and j €B; 0 otherwise
Constant parameters:
Co Cost to install one base station
Cr Cost to install one relay station
Py The signal strength that a DP / receives from
BSj, heT and jeB
P The signal strength that a DP / receives from
RS i, heT andieR
P The signal strength that a RS i receives from BS
v j,ieRandjeB
Pt The received signal strength threshold for DPs

We defined the network design requirement to a set
of constraints. There were two groups of mathematical
equations that represent the purpose of radio network
planning. The first group is the constraints that guarantee
network service coverage. Equation (3) and (4) are the
constraints that ensure DPs connect with only installed
BSes and RSes. The guarantee of receive signal strength
from installed BSes and RSes for each DPs defined in
equation (5) and (6) respectively. The second group was
constraints that enforce connection between BSes and
RSes. Equation (7) ensures RSes connect with only one
parent BS. Equation (8) is the constraint that ensures RSes
connect with only installed BSes. The guarantee of
received signal strength for each RSes defined in equation
9).

Objective functions:

b r
minimize ZC,, ><,8j+ZCr><yj (1)
j=1 i=1
b r
maximize Z up; + Z Vhi ,Vhe T (2)
j=1 i=1
Subject to:
C1: Network service coverage
uhj < ﬁ} , VhET,jEB (3)

,VheT, ieR 4)
,VheT, jeB %)
,VheT,i eR 6)

Vp Y
Vpi(Ppy —Pt) 20
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C2: BS-RS connections

b
Z Wi =Yi
j=1

Wij < ,3]'
Vi (Pp; — Pt) =0

,VieR @)

,VieR,jeB  (8)
,VieR,jeB  (9)

C.  Combination of Objective Functions

In this topic, we developed multi-objective
optimization mathematical equation for ILP. The tradeoff
between two opposite objective function is considered.
There were objectives that minimize network
implementation cost and increase network coverage. The
WSM is the necessary tool for study tradeoff between two
different objective functions.

TABLE II : Notation Used in weighted Sum Method

Notations Definitions
174 Weighted value of objective function 1;
W; €1[0,1]
w, Weighted value of objective function 2;
W, €[0,1]
F, (%) Normalized objective function 1

F,(x) Normalized objective function 2

fimn Minimize value of objective function 1
max Maximize value of objective function 1
min Minimize value of objective function 2
yax Maximize value of objective function 2

Two objectives were transformed to one objective
format as shown in equation (10). Normalization equation
is represented by equation (11) and (12). We normalize
both objective functions before collaborating each other
because of releasing different units [13]. The weighted
values were used for comparing the tradeoff results. To
divisibly combine two different objectives, the
maximization objective of equation (2) was reversed to
minimization objective in equation (13) which ¢ was the
amount of total DPs in study area however it stilled be
same as original meaning. The final equation of multi
objective optimization by WSM is shown in (14).
Weighted sum method functions:

minimize Z = W, F,(x) + W,F,(x) (10)
Normalize functions:

filx) — ™

Fi(x) =—"ri——+ (11)
flmax _ f:'[ml.n
f2(0) — fZm

Fol0) = e — i (12)

2 2

Reverse form of equation (2):
b

,
minimize t — (Z upj + Z vy)  ,VheT (13)
j=1 i=1
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Final WSM multi-objective function:

(Z] 1Cbx:8]+z Crxyj)_flmm
flmax _ flmin

(t —(E wy + 2L Uhj)) -

fzmax _ fzmin

minimize W,

+W,

,VheT (14)

IV.NUMBERICAL EXPERIMENTS
A.  Parameter Setup

TABLE III : Parameters Used in Numerical Experiments

Parameters Value
Height of BSes 40 m
Height of RSes 12m
Height of DPs 1.5m
Transmitted Power (BS) 43 dBm
Transceived antenna gain (BS) 15 dBi
Transceived antenna gain (RS) 7 dBi
Transceived antenna gain (DP) 0 dBi
Frequency 3.5GHz
Terrain type A
Bandwidth 10 MHz
Cost of base station installation 120,000 $
Cost of relay station installation 48,000 $

In numerical experiments, we considered 8.7km x
5.3km area of Nakhon Ratchasima city as shown in Figure
2. There are 53 candidate positions represent by blue
triangles. The number of DPs was 207 which located many
users such as academic institutes, department stores,
offices and temples. We used the Stanford University
Interim (SUI) model which was recommended by the
IEEE 802.16 to obtain the path loss in WiMAX networks
[14]. Received signal threshold at DPs was set at -91 dBm
[15]. Table IIT shows the parameters used in numerical
experiments [16]. We considered existing GSM sites for
being positions of candidate BS and RS sites over the
service area. Using the existing infrastructures of GSM
sites, it can save the investment cost such as radio tower,
electricity system, transmission system and rental fee.

| * Demand point A Candidate site |

) w EN v

Distance (km)

4 5 6 7 8
Distance (km)
Fig. 2 Candidate sites and demand points on Nakhon Ratchasima city
map. [12]
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B.  Numerical Results

The numerical experiments were implemented with
the ILOG-OPL development studio. The ILP problems
were solved with CPLEX 12.7 optimization solver. The
computation was run on an Intel Core 15-6600 3.30 GHz

and 16 GB of RAM.

TABLE IV : Results of Network Planning Experiments

. BS RS Coverage Cost
Scenario. Wi W2 o Site DPs(%) (MS)
0 0.00 1.00 11 5 100.00 1.56
1 0.05 095 11 5 100.00 1.56
2 0.10 090 9 5 98.55 1.32
3 0.15 0.85 8 4 96.62 1.15
4 0.20  0.80 8 2 92.27 1.06
5 025 0.75 6 2 90.34 0.81
6 0.30  0.70 5 3 86.96 0.74
7 0.35  0.65 5 1 85.51 0.65
8 040 0.60 4 1 80.68 0.53
9 045 055 4 1 74.40 0.53
10 0.50 050 4 0 74.88 0.48
11 0.55 045 4 0 76.81 0.48
12 0.60 040 3 0 66.18 0.36
13 0.65 0.35 2 0 52.17 0.24
14 0.70  0.30 1 0 52.17 0.24
15 0.75 0.25 1 0 33.82 0.12
16 0.80  0.20 1 0 33.82 0.12
17 0.85 0.15 0 0 0.00 0.00
18 090 0.10 0 0 0.00 0.00
19 0.95 0.05 0 0 0.00 0.00
20 1.00 0.00 O 0 0.00 0.00
[12] 0.05 095 15 - 100.00 1.80

W; and W, represent weighted values of objective
function 1 and objective function 2 respectively. Weighted
values were set to change 0.05 for each step, 7; increases
from 0.0 to 1.0 and W, decreases from 1.0 to 0.0, to
consider the tradeoff results between conflict objectives.
The numerical results of WiMAX network planning in
terms of site placement by ILP and WSM are shown in
Table IV. To compare with the existing work, we added
the planning result of [12] at the last line of Table IV. In
addition, Figure 3 shows the result of scenario 1 when set
W; and W> at 0.05 and 0.95 respectively which can
guarantee 100% received signal to DPs in the service area.

| RS Coverage  BS coverage A Relay Station 4 Base Station © Demand pointl

ST ‘A 1 “A-f: A. 3
oo ‘. I. i. “I.

4 A ‘4 - A
B ,.-'.4-'~°'=.e-"
R IR U oy Vi Fr P
R AT P T g
Z2 1A I . A T
8 . Y N N

1 oA

A
0 . . . .
0 1 2 3 4 5 6 7 8

Distance (km)
Fig. 3 100% coverage of DPs from installed sites.



C. Analysis and Discussion

In Table IV, from 53 candidate sites for installing
BSes and RSes, our purposed scheme with weighted value
of scenario 1 uses only 11 BSes and 5 RSes to serve
WiMAX signal for overall DPs in service area. It can save
13.3% of installation budget comparing with the existing
[12] scheme which install only BSes (15 BSes installed
from co-location with existing GSM sites). Installation
cost and percent coverage of DPs are related with W>. In
the other hand, they are inversely related with 7.

Figure 4 shows percent coverage of DPs versus
investment cost in each scenario. The trend of percent
coverage is decreasing related to decreasing of installation
cost. When considering scenario 5, service coverage can
support 90.34% of DPs by saving 45% of investment cost
when comparing with scenario 1. For this reason, this can
be an option for a network planner who has the limitation

in terms of investment budget.
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Fig. 4 Coverage and investment cost of each weighted scenario.

14 15 16 17 18 19 20

Figure 5 shows cumulative distribution functions
(CDF) graph of received signal strength at DPs. We select
scenario 1, 5, 10 and 15 and the existing single-hop access
network [12] which W;,W, were set at (0.05,0.95),
(0.25,0.75), (0.5,0.5), (0.75,0.25) and (0.05,0.95) to
compare effect of deploying multi-hop access network
using RSes and weighted value with network planning
result in terms of received signal strength. Scenario 1 can
serve the highest received signal strength to DPs in service
area which its signal level is similar to the existing single-
hop network [12] under the same weighted value
(0.05,0.95). Received signal strength of scenario 5, 10 and
15 are lower from that in scenario 1 respectively. As a
result, we concluded that the weighted values can be
chosen depending on desire of network planner which
focuses on quality of service or limitation of installation
budget.
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V. CONCLUSIONS

This study presents a novel mathematical model for
an efficient optimization planning of WiMAX multi-hop
access network site placement for the real area. We
formulate the problem as integer linear programming
problem with consideration of two opposite objectives
which are to minimize the installation cost and maximize
service coverage. In particular, we use weighted sum
method to transform two objectives into single objective
and compare the effect of weighting value in each one. We
consider city area of Nakhon Ratchasima, Thailand, for
doing the experiment. In addition, the proposed model can
determine optimal numbers and locations for BSes and
RSes installation. The numerical results illustrate that our
WiIiMAX site placement planning model can achieve
overall coverage in the study area and save 13.3% of
installation budget compared to the existing research work.
In case of limited budget, our model can produce
optimized configuration which still achieves most of
coverage. Our future research will consider the optimal
position for site placement to increase average received
signal for users in the study area.
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Abstract—Marketers around the globe are certain of location-
based advertising which is the most exciting mobile marketing

for 2016, according to a recent Internet Advertising
Bureau (IAB) UK [1] study cited by digital marketing stats
round-up. Location-based advertising technology can help the

customers understand the classified ads,
advertising web forums and customer’s behavior.

other hand this technology develops a new approach
to individual advertisements-oriented  websites design

and implementation. Moreover the technology can also be
beneficial to the classified ads websites niche market
research, particularly in order to understand the main
competitive characteristics and current market situation.
The research outcomes can provide recommendations
on how to evaluate and increase the performance or
access time of the location-based advertising technology
compare to traditional classified ads technology. For the
purpose of the performance evaluation, the LoadComplete
framework [2] based on Selenium Web-Driver API is employed.
Performance metrics are then collected using WAPT
simulation [3]. Location-based advertising achieves better
results by reducing item-search time to half compare to the
legacy ads. It helps to save network bandwidth as well as
beneficial to a faster-improving mobile marketing turn-around
time.

location—based
On the

mobile marketing;

Keywords—location-based
LoadComplete

performance evaluation;
framework.

advertising;
WAPT simulation;

[. INTRODUCTION

The study of location-based advertising technology can,
from one side, help us understand the classified ads/ location-
based advertising web boards customer’s/user’s behavior and
from other side, to develop a new approach to individual
advertisements-oriented websites (location-based) design and
technologies. Location-based services are set to be a national
strategic plan as described in [4]. Query execution over
location-based services has been optimized for the execution
using data mining theory [5]. Customer behavior analysis in
Internet marketing using GPS-based mobile applications had
been investigated as written in [6]. Customer analytics in [6]
have adopted GPS-based applications into their accounts,
which are different perspective from location-based ads on the
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website. The study of location-based orientation somehow can
also be beneficial in the classified ads websites niche market
understanding, particularly in understanding of the main
competitive characteristics and current market situation
overview.  Moreover, the research can  provide
recommendations on how to evaluate and increase the
performance and access time of the location-based advertising
technology as well as traditional classified ads technology. The
research can also be useful for understanding the technical
difficulties which can probably be faced by the developer
teams during the similar projects developing, particularly in
applying the modern frameworks technologies. The
assumptions and results of simulations can be useful for future
researches on the similar and related topics as well.
Furthermore, researcher proposes that the location-based
individual-oriented advertisements technology can be a
community-forming factor, as it will increase the amount of
personal contacts within particular location. If the model of
location-based individual advertising can prove its potential
and can be successful on market, it can form a basis for another
study related to that. The user behavior for location-based
social media can be found in [7].

The current situation on the existing advertising websites
and mobile projects leads the researcher to make this study and
apply the new approach to the market: location-based
advertising website. Currently, the main players on the
worldwide individual advertisements-oriented web-boards
market, such as http://craiglist.org,
https://www.classifiedads.com/ and http://ebay.com are using
the classified ads/auction approach as a method of individual
advertisement on web-sites. Also, there are a lot of local
projects such as (for Thailand):
http://www.bangkokpost.com/classifieds/,http://classifieds.thai
visa.com/, http://www.bahtsold.com/, etc., using the same
approach. Moreover, we can mention about the local social-
networks groups (such as Facebook groups, twitter groups,
etc.) created for the individual users advertisements placement.
However, these groups are also non-location-based search
methods.

The researcher proposes that current approach to the
technology of the individual advertisements placement has an
existing lack of time-efficiency for the location-oriented
search needs of those web-boards projects users. It is
suggested that the location-based individual advertising
system can help fulfill this lack. As the foundation for the
location-based individual user search process, Google maps
API is proposed.
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II. LOCATION-BASED-ADVERTISING

As the concept of location-based individual-oriented
advertising web-service is new, not much scientific/market
research has been done covering this topic, but a short
overview on those, can still be provided. There are a number of
existing academic researches and market-analyzing articles
describing the abstract possibility and possible implementation
of the location-based advertising for smart devices i.e.
smartphones, tablet pc, etc. Thereby, to support this study and
to get deeper understanding of the concept of location-based
advertising, the researcher wants to start from the mobile-
devices based implementations researches. The analytical
media articles, such as [8] and many others gives a better
understanding about the possible benefits the private & non-
private companies and organizations can get from mobile
location-based advertising. The study of location-aware content
[9] analyzed that a possible implementation of the method
providing a location-based advertising for mobile devices is
comprising of receiving content and metadata associated with
the content from the mobile device, the metadata comprising a
geographical identification of the content; and sending
location-based information to the mobile device based on the
geographical identification of the content. The study and
method described in [10] which is implementing a method for
automatically notifying a user of an offer, the method
comprising: analyzing the first electronic message contains
information related to the offer, automatically determining a
description of the offer from the first electronic message;
automatically determining a geographic location associated
with the offer; automatically sending a second electronic
message to the user, which is contains at least a portion of the
description of the offer. However, the concept of location-
based individual advertisements working as a website, which
was implemented by the researcher and available for public
access [11], seems not to be covered by the previous academic
researches or industry-related media.

1. WAPT SIMULATION

As the methodological framework for tests and simulations,
WAPT [3] has been chosen. According to it, following
activities list was executed:

A. Identify Test Environment

For the purpose of the performance testing and
data evaluation, the researcher chooses a “LoadComplete”
testing framework [2] which is based on Selenium Web-
Driver API as the test environment.

B. Identify Performance Acceptance Criteria

Following by the main criteria of this research, the
scenario’s execution result’s ‘Errors Count’ parameter
value = 0 is identified as the only one significantly
required performance acceptance criteria.
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C. Plan and Design Tests

As the technical performance evaluation, the following
tests were configured and executed:

scenario 1.  Location-based search (search

for advertisements related to particular location).

scenario 2.  Particular existed item search.

Area search (search for advertisements
i.e. district).

scenario 3.
in wider range.

scenario 4. Individual advertisement publishing.

As the location-based advertisements oriented model
is new for the individual advertisement market and doesn’t
have a known implementation as a web-service, the
researcher created a web-service, implementing a model
of location-based individual-oriented classified
advertisements. The created web-service is available at
[11]. To «create this web-service, a researcher used
“Spring MVC” framework for building the back-end
side of the service and “Spring Security” for its
security/authentication service, “Angular]JS” framework for
the front-end interface creation. The researcher suggests
comparing the created service to the current big players

on the local market of Thailand’s online individual
advertisements. http://bangkok.craiglist.org
and http://bathsold.com was chosen for the
comparison.

The following abbreviations will be used in future:

website a. http://plimpa.com
website b. http://bangkok.craiglist.org
website c. http://bathsold.com

The following testing scenarios was configured and
executed to perform each of the tests:

Website: Testing Testing scenario algorithm:
scenario:
website a | Scenario 1. Open http://plimpa.com main

I. page

2. Navigate to /map page

3.Zoom to the random existing
location

4. Examine the list of the items
bounded to randomly chosen

location
Scenario 1. Open http://plimpa.com main
2. page

2.Navigate to /map page
3.Zoom to the random existing
location
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4. Open ‘search around’ modal
dialog

5.Form the request with the random
existing item’s name

6. Examine the search results

Scenario
3.

1. Open http://plimpa.com main
page

2. Navigate to /map page

3.Zoom to the random existing
location

4. Open ‘search around’ modal
dialog

5.Form the request with the random
existing item’s name

6. Examine the search results

Scenario
4.

1. Open http://plimpa.com main
page

2. Navigate to /login page

3. Fill the login form with the
existing account data and submit
the login request

4. Navigate to /map page

5. Chose random location on the
map and open the advertisement
publishing modal window

6. Fill the advertisement information
and submit the request to publish
an advertisement.

Scenario 1. Open http://bangkok.craiglist.org
4. main page

2. Navigate to login page

3. Fill the login form with the
existing account data and submit
the login request

4. Navigate to advertisement
posting page

5. Choose and submit the random
advertisement posting type

6. Choose and submit the random
advertisement posting category

7. Fill the advertisement data such
as title, description, and price.

8. Submit the advertisement
request

website b

Scenario
1.

1. Open http://bangkok.craiglist.org
main page

2.Navigate random existing
category page

3.Form the search request
containing random existing
location name

4. Examine the list of the items
resulted from search

Scenario
2.

1. Open http://bangkok.craiglist.org
main page

2.Form the request with the random
existing item’s name

3. Examine the search results

Scenario
3.

1. Open http://bangkok.craiglist.org
main page

2.Form the request with the random
existing item’s name

3.Form the request with the random
existing item’s name and region
parameter

4. Specify the random existing
district in the search request and
submit it.

5. Examine the search results

website ¢

Scenario 1. Open http://bathsold.com main
1. page

2. Select the random category name
and region name (i.e. ‘Bangkok”)

3. Form the search request
containing random existing item
name

4. Form the search request
containing random district name

5. Examine the resulting list.

Scenario 1. Open http://bathsold.com main
2. page
2.Form the search request
containing random existing item
name
3. Examine the search results

Scenario 1. Open http://bathsold.com main
3. page

2.Form and submit the search
request containing random
existing item name and random
category name

3.Form and submit the search
request parameters specifying the
random existing region name and
the random existing district’s
name.

4. Examine the search results

Scenario 1. Open http://bathsold.com main
4. page

2. Navigate to login page

3. Fill the login form with the
existing account data and submit
the login request

4. Navigate to advertisement
posting page

5. Choose and submit the random
advertisement posting type

6. Choose and submit the random
advertisement posting category
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7. Fill the advertisement data such
as title, description, and price

8. Submit the advertisement
request

D. Configure Test Environment

Following testing environment configuration has been used
for the testing scenarios execution:
Hardware:
e Intel(R) Core(TM) i7-2600 CPU @ 3.40GHz (8
CPUs), ~3.4GHz
e  Memory: 8192MB RAM
e NVIDIA GeForce GTX 560
e 60GB SSD drive
Software:
e  Windows 7 Ultimate 64-bit
e “LoadComplete 4” software as the Selenium-Web
Driver based testing environment.

E. Implement Test Design

The researcher ensured that the test environment is
correctly configured for metrics collection. Any active
virus-scanning on load-generating machines during testing
is turned off to minimize the likelihood of unintentionally
skewing results data. Simple usage scenarios were executed
firstly to validate the Web server. The problems and
performance bottlenecks which were identified during
simple usage scenarios executions were identified and
fixed.

F. Execute Tests

All the test scenarios mentioned above were
executed successfully and the tests results data has been
stored in the format supported by the test environment
software (Win 7 OS, LoadComplete 4), which became
available for analytical purposes afterwards.

G. Analyze, Report, and Retest

The following data is resulted from the executed tests:

Scenario 1:

Project: plimpa
I\ Test:  location-basad search plimpa
[t | Result: Warning(s) occurred

Date / Time Seenario Completion Time

Date 3/20/2016 Average 17.13s
Start Time of the Test 5:33:30 PM  Maximum 17.13s
End Time of the Test 5:33:47 PM  Minimum 17.13s
Initialization Time 1.37s

Page Load Time

Errors / Warnings Average 3435
Total Warnings 10 Maximum 6.015
Total Errors 0 Minimum 721 ms

Load Profile (Steady load) Time to First Byte

Maximum Number of Virtual Users 1 Average 170 ms
Minimum Number of Virtual Users 1 Maximum 1.53s
Tost Duration 17.12 s Minimum I ms
Requests 198
Pages 5

Scenarios 1

Website A.

Project: plimpa
J Test:  location-based search craiglist

Result: Success

Date / Time Scenario Completion Time
Date 3/20/2016 Average 35.72s
Start Time of the Test 5:07:29 PM  Maximum 35.72s
End Time of the Test 5:08:05 PM  Minimum 35.72s
Initialization Time 1.545

Page Load Time
Errors / Warnings Average 5.30s
Total Warnings 0 Maximum 12.10s
Total Errors 0 Minimum 512 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Avorage 364 ms
Minimum Number of Virtual Users 1 Maximum 1.31s
Test Duration 35.72 5 Minimum 56 ms
Requests 64
Pages 6
Scenarios 1
Website B.

Project: plimpa

' Test: location-based search bathsold

[t | Result: Warning(s) occurred

Date / Time Scenario Completion Time
Date 3/20/2016 Average 1m4.02s
Start Time of the Test 9:34:51 PM  Maximum 1m4.02s
End Time of the Test 9:35:55 PM Minimum 1m4.02s
Initialization Time 1.39s
Page Load Time
Errors / Warnings Average 1.49s
Total Warnings 11 Maximum 5.34s
Total Errors 0 Minimum 149 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Average 448 ms
Minimum Number of Virtual Users 1 Maximum 1.55s
Test Duration 1ma4.025 Minimum 3ms
Requests m
Pages 38
Scenarios 1
Website C.
Scenario 2:
Project: plimpa
\‘ \ |Test:  item search plimpa.com
[ Rosult: Warning(s) occurred
Date / Time Scenario C | Time
Date 3/21/2016 Average 32.59s
Start Time of the Test 11:49:49 AM - Maximum 32595
End Time of the Test 11:50:22 AM  Minimum 32595
Initialization Time 1.39s
Page Load Time
Errors / Warnings Average 1485
Total Warnings 14 Maximum 6.945
Total Errors 0 Minimum 88 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Averago 166 ms
Minimum Number of Virtual Users 1 Maximum 1.38s
Test Duration 32.595 Minimum 3ms
Requests 2117
Pages 18
Scenarios 1
Website A.
Project: plimpa
J Test:  item search craiglist
Result: Success
Date / Time Scenario Completion Time
Date 3/21/2016 Average 12.53s
Start Time of the Test 12:02:09 PM  Maximum 12.53s
End Time of the Test 12:02:22 PM Minimum 12.53 s
Initialization Time 1.31s
Page Load Time
Errors / Warnings Average 2685
Total Warnings 0 Maximum 3.83s
Total Errors 0 Minimum 1.555
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Averago 126 ms
Minimum Number of Virtual Users 1 Maximum 700 ms
Test Duration 12.53 5 Minimum 36 ms
Requests 56
Pages 4
Scenarios 1
Website B.



Project: plimpa
Tost:  itom search bathsold
Result: Success

Date / Time Scenario Completion Time
Date 3/21/2016 Average 35545
Start Time of the Test 12:05:16 PM  Maximum 35.545
End Time of the Test 12:05:52 PM  Minimum 35.54s
Initialization Time 1.41s
Page Load Time
Errors / Warnings Average 1.74s
Total Warnings 0 Maximum 5.92s
Total Errors 0 Minimum 162 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Average 292 ms
Minimum Number of Virtual Usars 1 Maximum 2.18s
Test Duration 35.545 Minimum 32ms
Requests 274
Pages 18
Scenarios 1
Website C.
Scenario 3:
Project: plimpa
Tost:  item search plimpa.com
Rosult: Warning(s) occurred
Date / Time Scenario Completion Time
Date 3/21/2016 Average 32.59s
Start Time of the Test 11:49:49 AM - Maximum 32.59s
End Time of the Test 11:50:22 AM  Minimum 32.59 s
Initialization Time 1.39s
Page Load Time
Errors / Warnings Average 1685
Total Warnings 14 Maximum 6.945
Total Errors 0 Minimum 88 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Averaga 166 ms
Minimum Number of Virtual Users 1 Maximum 1.385
Test Duration 32.59 5 Minimum 3 ms
Requests 217
Pagas 18
Scenarios 1
Website A.
Project: plimpa
Test:  area search craiglist
Result: Success
Date / Time Scenario Completion Time
Date 3/21/2016 Average 17.19s
Start Time of the Test 12:15:24 PM Maximum 17.19s
End Time of the Test 12:15:41 PM Minimum 17.19s
Initialization Time 1.34s
Page Load Time
Errors / Warnings Average 1.51s
Total Warnings 0 Maximum 4.145
Total Errors 0 Minimum 540 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Average 111 ms
Minimum Number of Virtual Users 1 Maximum 499 ms
Test Duration 17.19 5 Minimum 32 ms
Requests 19
Pages 4
Scenarios 1
Website B.
| Project: plimpa
I\ Test:  areasearch bathsold
Result: Warning(s) occurred
Date / Time Scenario Completion Time
Date 3/21/2016 Average 45.70 s
Start Time of the Test 12:22:08 PM  Maximum 45.70s
End Time of the Test 12:22:54 PM  Minimum 45.70s
Initialization Time 1.38s
Page Load Time
Errors / Warnings Average 1.11s
Total Warnings 9 Maximum 3.28s
Total Errors 0 Minimum 95 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Avorago 425 ms
Minimum Number of Virtual Users 1 Maximum 1.455
Test Duration 45.70 s Minimum 2ms
Requests 120
Pagos 30
Scenarios 1
Website C.
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Scenario 4:

Project: plimpa

Test:  advertisement posting plimpa
Result: Warning(s) occurred

Date / Time Scenario Completion Time
Date 3/21/2016 Average 1m47.07s
Start Time of the Test 12:59:09 PM  Maximum 1m47.07s
End Time of the Test 1:00:56 PM  Minimum 1md7.07s
Initialization Time 1.455
Page Load Time
Errors / Warnings Average 2.46s
Total Warnings 19 Maximum 9.45s
Total Errors 0 Minimum 9ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Averaga 131 ms
Minimum Number of Virtual Users 1 Maximum 1415
Test Duration 1m47.07 5 Minimum 5ms
Requests 243
Pages 10
Scenarios 1
Website A.
Project: plimpa
1Y ot advertisement posting craiglist
Result: Warning(s) occurred
Date / Time
~ Scenario Completion Time
Date 3/23/2016 Z
Start Time of the Test T e Amzns
End Time of the Test uewen  dmum stk
Time a2 Minimum 4m22.45s
Errors / Warnings Page Load Time
Total Warnings e o
Foraliriony 2 Maximum 45
Load Profile (Steady load) Lt I
Maimum Number of Virtusl Users ' Time to First Byte
Minimum Number of Virtual Users "7
Test Duration Am 249 Average 568 ms
R v Maximum 1.93s
e n Minimum 2% ms
Scenarios. E (
Website B.
{7 Project: plimpa
1 Test:  advertisement posting bathsold
Result: Warning(s) occurred
Date / Time Scenario Completion Time
Date 3/23/2016 Average 3m14.27s
Start Time of the Test 3:53:22 PM Maximum 3m14.27s
End Time of the Test 3:56:36 PM Minimum Im 14275
Initialization Timo 1425
Page Load Time
Errors / Warnings Average 2489
Total Warnings 18 Maximum 57.445
Total Errors 0 Minimum 383 ms
Load Profile (Steady load) Time to First Byte
Maximum Number of Virtual Users 1 Average 259 ms
Minimum Number of Virtual Users 1 Maximum 1.93s
Test Duration 3m14.27s Minimum 26 ms
Roquosts
Pagos 34
Scanarios 1
Website C.

IV. RESULTS AND ANALYSIS

All the test scenarios were executed using the single user
actions emulation mode. As the Key factors for the results
comparison, the researcher decided to use “average scenario
completion time”. The following table represents a comparison
between the testing scenarios executions results for each of the
individual-oriented advertisements web services.

Based on the data which is presented in the performance
evaluation comparison table (Table 1), in this research results
are divided into 2 groups:

1. location-based individual-oriented advertisement service
(http://plimpa.com)

2. non-location-based individual-oriented advertisement
service (http://bangkok.craiglist.org, http://bathsold.com)
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After this, the comparison between location-based
individual-oriented advertisement service and non-location-
based individual-oriented advertisement service has been
made.

TABLE [:AVERAGE WEB-SERVICE’S SCENARIO COMPLETION TIME (SECONDS)

SCENARIO
LOCATION- | PARTICULAR | AREA INDIVIDUAL
BASED EXISTED SEARCH | ADVERTISE
WEB- SEARCH ITEM %EQLTISHING
SERVICE SEARCH
PLIMPA.COM 17.13 32.59 32.59 107.07
BANGKOK.
CRAIGLIST.ORG 35.72 12.53 17.19 263.49
BATHSOLD.COM 64.02 35.54 45.70 194.27
TABLE II : AVERAGE WEB-SERVICE’S CATEGORIES SCENARIO
COMPLETION TIME (SECONDS)
SCENARIO
LOCATION- | PARTICULAR | AREA INDIVIDUAL
BASED EXISTED SEARCH | ADVERTISE
WEB- SEARCH ITEM l{’{fgﬁsmm
SERVICE SEARCH
LOCATION- 17.13 32.59 32.59 107.07
BASED
NON-
LOCATION- 49.87 24.03 31.44 228.88
BASED

V. CONCLUSION

From the data represented in Table 2, the researcher defined
following conclusions:

Location-based individual-oriented advertisement
online services are providing significantly (65.6%) faster
location-based search efficiency than the traditional ones

Location—based individual-oriented advertisement

online services are performing similar results for the purposes
of particular existed item search (8.6%) slower.

Location—based individual-oriented advertisement

online services and the traditional ones are having almost the
same results for the area search scenario execution

Location—based individual-oriented advertisement
online services are shown significantly faster performance of
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the Individual advertisement publishing (53.2%) faster. For this
particular result, the researcher has to mention that based on the
researcher’s subjective expertise knowledge and experience in
research subject, the data may be different for this performance
index, as if it were more Location—based individual-oriented
advertisement online services and the traditional ones to test,
because this index significantly depends on the particular
project’s posting algorithms and the load/performance
optimization.

As the result of this research article on performance
evaluation of location-based individual-oriented advertisement
board, the researcher suggests, that the concept of location-
based individual-oriented advertisement board has been proven
from the side of its performance viability, especially for the
case of location-based search purposes. The researcher also
continues this study by implementing the model to the current
market of the individual-oriented advertisement boards.

The concept of location-based individual-oriented
advertisement board can also be a base for further studies of its
performance evaluation and optimization, marketing and
technological implementations. The researcher suggests that
different technological implementations of the model may
increase the key performance of location-based search. Also,
the researcher suggests that the product and its marketing
strategies implementations may be significantly different
applying to different countries local markets.
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ABSTRACT

Straw shredded rice straw and postharvest rice straw are
postharvest technologies for reducing the physical size of straw and rice
stubble to an average length of 50-100 millimeters. This helps to reduce
the barriers to soil tillering, decomposing into organic matter faster,
contributing to nutrient turnover in the soil. The cutter head design for
cutting straw and rice stubble is a Cylinder Type work in the style of chop
and direct throw. The axle of the blade is 38 mm long, 600 mm diameter
steel blade. The blade is made of steel, 32 mm wide, 136 mm long, 3mm
thick, 4 units. Serves as a cutter, straw and rice stubble with a maximum
speed of 1,800 rpm. Performance tests were performed at different
speeds at 68, 84 and 102 rpm with varying input straws at 3, 5 and 8
kg.The average length of cuttings was 2-5 cm, average 2.4 kg / min. 80%

of the input straw The average length is 5-6 cm, average 4.4 kg / min.
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88 percent of the input straw. The average length is 8-10 cm. The

average volume is 7.5 kg / min. 93% of the input straw intake.
Keywords: Shredder, Straw
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Song Clustering Using Similarity of Audio Fingerprint
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wrunltlunisdiasiziedniniisuang feansfiadeniaios (Audio
fingerprint) N133lATIERANB R Tan1aFIlUsEEnsawanlunis

@ a a o Ada & o
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(Similar) wIspatuiiauaitmImanuasmeafinuaadnadlasls
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salaunsy, seiadaniaios

ABSTRACT

Listening is the most common way to detect copyright infringement
or identify unknown music data, but it is difficult to analyze a large amount
of music data. The accuracy also depends on the listener's level of
expertise. As mentioned earlier, music recognition is applied to solve this
problem and the audio fingerprint is a widely used as data feature. Audio
fingerprint analysis is effective at finding audio tracks which are duplicate
content (exactly match) however it cannot detect in the case of similar
content. This research proposes a method for finding the similarity
between two songs using relation functions for comparing audio
fingerprints instead of comparing bigger music content. For a case study,
we try to find the original song from the cover song to assess the
efficiency of our approach. The findings of this study indicate that
proposed approach can be use effectively to identify the original song
covered with many genres. Overall average area under curve (Average

AUC) is 0.790.

49

Keywords: Data mining, Data clustering, Music recognition,

Spectrogram, Audio fingerprint
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UszanFandnitnislenwluusnassanadalawnivees
Joyanaslanass [8] udnavlimaninanaseunsdifitoyaiio
a & o 2 o N o o
filarmamoadanuud lasanula

3.2) ni:ﬂﬂun75t@§ﬂuﬂ%ya (Data pre-processing)
ﬁm%’mm’iﬁaﬁmnm%wiaga (Data pre-processing)
ﬂi:qn@i‘uu’sﬁ@ﬂ’lsafnmuﬁaﬁamaLﬁm [3] e muinaon
dsznauday (1) mIadeaalawnsy (2) maasmwlum3 uas
(3) nm3sfeasinfantadosainninlound awsinves

ﬂizmuﬂ'ﬁm’%uu’ﬁagaﬁaLLam‘Lugﬂﬁ 3

VoiceBox
(Matlab Toolbox)
Fourier
Mom transform
Sound Waveform
0|0|0|0|1]|0|0]0O
1 2 2 0
1|0/1]1]0]1]/0/0
0|0|1/0|1]|0/0]0
! 2 2 0 0|1|0/1|0]1/0]0
1|0/1]/0|0]/0]10
2 2 1 2
olelfaliioly) S
Spectrogr
2301 1lo]1]0jolol1]0 pecirogram
Modified-Bfnary image Binary image

I1I2|2|0|'1|z{z\0\2[2[112\2\3\0\13

Fingerprint Sequence

U 3: MwrwpaenITIBNIIEIENTeYA (Data pre-processing)

Ao = & & o &
LWE‘]\‘MNﬂ'J']ﬂJU’]’JW]&WNLWENI%Eﬂ LLUUVLWaLaUGLﬂum aﬂf‘“ﬂd

v o 9 A o a =& o o
aungnihluasaguaduuesdyyoudos SiusaIanuUaT Y0
nudpululugrsnmengg dawdannisgudiating 44,100 adsde
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3wt Tawld VOICEBOX [9] Ml unsasinIasfianisuszurans
L& 89 (Speech processing toolbox) 1ul1Usunsy MATLAB [10]
ﬂé’dﬁnmfmmagﬂﬂﬁummé’m‘,mﬁmﬁmﬁﬁmmm'wiuwaaLﬂu
W suLRDS (Spectrogram frame) LLa:LLﬂaagﬂﬂﬁuﬁ'ﬁytyﬂmmaawhu
L@osuulaiuuiian (Time domain) "lﬁagjuuimuum’mﬁ
(Frequency domain) lasnisudlasWiinsuuuiia (FFT) Eﬂﬂﬁu
fygnaudeildvesudazisuazgninlaismdalaunsuds

& A a o as A
mumaumﬁmﬂluaaﬂaiwm 1

Algorithm 1: Generate spectrogram
Data: x : matrix represent audio file
Result: y : matrix of spectrogram
Set initial value ;
Set frequency band i=1,2,3,...8;
Slice full length waveform to frame;
fitdata=fourier transform of each frame;
for j=1 to length(fftdata) do
currentSample=ftdataf(j);
if currentSample is in the i band then
‘ v(j,i)=y(j.i)+currentSample;
else
‘ do nothing;
end
end

luguaaudannisaanmwluud Suanmsaianiiens
298U alawnsy (Spectrogram window) lasn1sdudainsu
283510 alaUnINN LA NTUABUABUATNNITINLTINGIBN Y TN
iureadumwluwslasnsuSouifisunudnadoaandia
= o ' A o

(Arithmetic mean) T49nAMIBUIIINAIVEIFNITNY NG LN
L < a Y ° ' & A =
Wit (3] mwluwTazgnaielasivuadrguiniants
wnuAaLaNveIgIIBnudazad lwrirdsauIanluasatuly

o Ak A
luganasiuf 2

Algorithm 2: Generate binary image
Data: x : matrix of spectrogram
Result: v : matrix of binary image
split spectrogram (x) to eight frames window (y);
for i=1 to length(y) do

if y(i) <mean of y window then
| replace y(i) by 0;
else
| replace y(i) by 1;
end
end

‘lum”u@muﬁ@ﬁwULﬂumsa%dmUﬁaﬁamuﬁmmnmw"lu

2 o ' '
w13 ssihlasnsuinmudivasnmwluwivnesesgusandue
o & A @ o, & ' o o o @
HE7 AINU iz ladninae 16 Aeudey Sundeu

AINE1I Meilanmaied
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3.3) 3Fnsviuana (Proposed Approach)
WaIIINNTYAWAILANHIUNTTUIUM TLATBNTaY AUAIDE
Qmm'dLﬂuﬂﬁwmmmﬁaﬁamaLﬁmmmmﬁﬂﬁﬂi:ﬂaﬂﬂﬁm 16
@ ' A ¥ o a A
dndayadanianineng muamiwauamﬁlugﬂw 4

24 sec Fingerprint of full song

LT T T T W T 17
1 2 3 -
gmolsiolos Q] e
cossieled [T
Lotsls oo™, 5|,
I B I T Y I
Binary image

Modified Binary image

A o 2 a a 3 o o . @
Eﬂ“{l 4: whenamefhlamadosvasnadiduuazdauenlunsdaswinan

a A A o 2 o ' ¥
MU BUL NI AN NI A RINUBILARZ WU 64
Warnuald A was B Aanidrsansinfan1afe9va W adaas

d' ' v o A
LARINLLAN SN ﬂdLLﬁ(ﬂdIugﬂ‘ﬂ 5

Full-length song |

£

Fingerprint sequence | |

(8] [ [ ]

= o . =t o A % & o I
31]“(] 5: @28819NMIUTIUNIUINEWIANUARLARINUUYDILWAILAN

mmﬂﬁwmﬁaﬁ‘waqaawﬁwmamuﬁaﬁamuﬁm%gﬂ
frurmlasnisianzununiinsanu (Matching score) 1l awineng
mefiaflomades A usz B fendamumsi (1) uaz (2) szmunsn
fgwen (A-B) lamaguni3fi (3) laod widudisaandasiv
Goulalusumsn @)

A=<a a,,..a, > (1)

B=<bb,,..b > 2)

A-B=<w, w,, . w, > (3)
1, if(a, -b)=0

w, = 4)

0, otherwise

FIRTUATUWUNATINWLBIRUNG19a eI lantaLies A uas

' a o A § o
B ilunasindrzassundnnnaalu (A-B) Teazunufianenuaz
A & A A o @ o & ¥ @ o
WintuRazniadad ludrauid snuaemssesntingarinnu a9

FOAARBINLANNNTN (5)

HA-B)= D w |w =(A-B), (5)

i=1
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dratalumsduimaziuunaTInwYaInndsanaiiaie

MaLFed A uae B mevﬁﬁogﬂﬁ 6

A = [2]2]a]1]1]2]1]4]2]2]1]o]1]2]0]2]

B = [1f2u[a]a]s[4f4[r]s]1]o]2[1]o]1]

(A-B)=[o[1]t]t]1]oJo]1]oJo 11 o o] 1 o]
WA, B)=28

U 6: dradmanlFsufisumihdwmeiiafiamades A uaz B

A Y A ') @ & A

Wasmaainisdsznayludanananidameafinlianig
FE9 MTIaanuasgaRInwIznIAnaIgadnadnuiivinlalas
masziiiudiasuuunasinusann gmindaneiildaniaies
udnuwIspatuitldinauansfTuanusunug (Relation function)
o e Gl = l:v =) a = =3 v
dniunsiieuiisumsihlonadsawnunsiiouisodays

wnalngifiazg dousasluzln 7

reference neighbor
(& [~ - - & am - - &
e | By | Ba [ B. |
move forward
e | B | B: B3 | Ba ‘
| B, | By | By

& o > P & a
Eﬂ"/l 7: MIIAANUANUARINUVAILUDRINLREN

WarTunI1udu Wt (Relation function) %11 %8
ﬂs:ﬂau@”’;mhﬁ'r_lé‘nﬂ”rymaaﬁaﬁgﬂﬁ']mmﬁaﬁmmuﬂé”’lUﬂﬁa
N (Sum of similarity: ') LazA1AITNUANGS (Degree of
difference: O ) 1MTLAIANUATILARITHADNATINYDINZUUNT
ATINKYDINUIA1981989 (A -Bi)LLawﬁwiwLﬁ"auﬁ'm

(A, -B,,,) lwsnidanuuandedaduysaluasanunandi

i+1

TERINIAZUUUNATINUVBINTNAN9819BIuazrHn AL NanL T uas

FUMIN (6) uaz (7)

O-i=lu(Ai'Bf)+lu(Ai+1'Bi+1) (6)

S =|lua-8)-pa,-8,) ™

NNFUNITIEH O, Wae @ AUNBTIAIANUARILARIN WU AZ
anuLandsasntasansiiadamaiesd i Wadwmdiany
AF18ABITHLAZAIANALANAIILED NofilAasias1zANY
AT WY IN SN RIS IR A FR TN UETZNINIFOILN A
(Correlation: C) 4 lapAanduANUETERIINAIRINAIDN
ﬁwu@iﬁtﬂummaaﬁagaﬁﬁam%ﬂl,ﬂugjéwﬁumam’wmw

AMEARINWLAZAIANULANGS AIaNNTTA (8)

={(0,,6,0(0,.8,).-.(0,,.,.0,,..)f  ®



{ ° a 2 4 y

lagfl C,, S wamwsndndu (n-1)" WeuwSoufioninaed

Usznaualanindaaadiilan 1 aFoI1uIn n ninds augn
A o Aa o 2 o A Aa ' B

v\mmmmmmﬂmmﬂmnumnwgﬂiﬂﬂmmmﬂmmﬂmmazJ

ﬁqmﬁm:gmﬁaﬂ‘lmﬂmﬁmeaaﬂmuummﬂﬁwﬂﬂ“’umaaLwaa

A uaz B Neaztfoaasuaasluaunisi (9) (10) uaz (1)

max(C,, ) = {(0', 0)1(0.0).(0 .0 )€C,, ando > o"} (9)
min(C, , ) = {(0',5) 1(0.0).(0.0)€cC,, andd < é"} (10)

similarity(A - B) € min(max(C, . )) (11)

arogslunisdrwimdiiedsrdagnissianieitesny
NIRTUANMUFUNUT (Relation function) tNanIdIA NN EAUDB
addanaasluzln 8

C,s =1(20.5).(28,1),(28,5).(28,1)}
max(C,, ) = {(28, 1),(28,5), (28,1 )}
min(max(C,., )) = {(28,1),(28,1)}

similarity(A - B) = (28,1)

307 8: dradulumsdmuwimdividymesiafinoates

4) HANNTIDE
msw@aaaﬂs:qnm“lﬁﬁﬁmsmm’]uﬂéﬁalﬁ'umauwauﬁas:q
o o o & o A9 vo o &
adduatunwanaed Tayafiltdwiummasesaudulwa
a ° v o ' A ) &
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o ° & 1Y °
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LNRIIMIARRIIUIN 5 LNAT WAT 2) INadLIasTuanIasIIwIuin
0% o ' ' A o o @ o '
Joyadatwdanibiwasdualy Mudu 100 Tayadiang
fMTUNITUIUMILATDNTO YA ﬁagam"’aaﬂwﬁﬂﬂﬂﬁ
a o Y A o a a
WeosgnihanaadwnWsuzesgladudygimenue 0.3 Jund
< o o A { &
nnnwh ldssalawnsuitisenud 40 89 1200 Hz Fadu
FuanuvedFusTasdngavasfsiifoifasgigavesfnds
luiwag (Vocal frequency range) [11] Tuaautausiinsnzadzila
Tawnsufiazsdansuuianaduaiwluws UAzTUAIUFAYN Y
F9nihasaIa s anadsanawluwisaIna?
AZLUUBANNAT N WITTAININRIFUAL VLRI NAIAN LD T
PAILWRILAEINHIZAATNINNINAZUBBAITINAB LA HBIZWIN
o ¢ < Py o A AV .9 & 4 & <
wasanasnuLazinasduaiudui llltinasg wu Sanud
AuruayI lunTd A A oInuLdakazIasT uas vz urring
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Cover dy Original
Song A Song A
do dl < d2

Original

Song B

4' = a o a ) @ @ % 4
31JVI 9: mnﬂmumfmmagmamm aizqLWNGVI%Q?J?JQ’]HLWRG?]WL’]E]S

nydszindsedniaiweasdinsndnauarinldalasnns
o o o o o . @ ' =
wWisuiisudayauan (input) numagannmluﬂ@umama o
maSoufisuudazasiazinsduimaazuunanuas anuag
A e o @ Aa @ o & aa
INRILN BT Aa UALLWRINTAzULUWRAINNIN tUnte s AIvulnaIng
mmaéﬁuﬁ’umeﬁl,ﬂmj”a%mmLﬂszmnndw:gna“ﬂslﬁagluéwﬂ“’uﬁ
fini duanaMuAIBIaNNAY (Similarity rank) ilaanazgniily
#519n WS uABUITHINIBATINALINDSS (True positive rate)
WaLEATHALINLAA (False positive rate) lasniduniiwazadu’y
ANLWILNG X Lﬁal,wmﬁayﬂua"m“’uﬁdﬂmm,ﬂuLwaa@‘Tua,ﬂ‘uLw 84
aunligndas (False positive) waznmWazpdildanuuuwaunu Y
Wawasfiagludrauasnaraduwasduadungndas (True
L ¥ o 4 A A
positive) AwaInImaIunuagIzniIgubiniLazlszaninm
o ' o o X d9 o AV o o oA
vaInInssanguuliduasinuiunldanmnald nsdandun
9 ¢ ad A9 o .o P o . o« o
andassuystazdnunlanmvivindunis drad1sauauainy
v o Y/ & X g o A
ATBNwIUNAILIENTINAYNETITw TunIRulanTwa

fwinldasuaadluzuf 10 uaz 11 audey

Dataset = Song A1.A» A3 By B2.B;

Song Result Score

Ay

05

True positive rate

AUC=0.5

B L L e——

EIEIEIEIE -

0.66 1

False positive rate

T . - Y - . ¥ ;
U 10: duduanuassiuuaznIMAgnasiusasnasni AUC 1w 0.5

Dataset = Song A1.A; A; B, B2.B;

Song Result Score

A

AUC=0.66

0.5,

True positive rate

H
2
3

Lowest

" 0.33 0.66 1
False positive rate

{ o o o § & {
U 11: dudbanuadeniuuaznmignaiuiusaswasnd AUC 1lu 0.66
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5) anUsana
& Hd9 o e e o ' A a aa A
wunnlanwiduariiddaaydalsz@niniwuasitnisn
TLau AafsaInuwildnsin (Average AUC) laasiuzadns
e A X g e
20 waslunguenadniagf 0.790 uazanadvvasiunlannnves

weaziwaInLaad bluansed 1

A ' a & dg o '
TN 1: uaasdaasvasiwilannaes 20 meluﬂqu

A1089
#Song | V1 V2 V3 va V5 V6 Avg
AUC
1 0779 | 0.737 | 0.818 | 0.626 | 0.804 | 0.812 | 0.763
2 | 0756 | 0725 | 0796 | 0.651 | 0.753 | 0.743 | 0.737
3 | 0746 | 0723 | 0675 | 0.751 | 0.791 | 0.732 | 0.736
4 | 0975 | 0.963 | 0.004 | 0.967 | 0.940 | 0.988 | 0.956
5 | 0967 | 0981 | 0.784 | 0.923 | 0.916 | 0.930 | 0.917
6 | 0991 | 0995 | 0.993 | 0.974 | 0.995 | 0.993 | 0.990
7 | 0780 | 0807 | 0654 | 0.819 | 0.737 | 0.547 | 0.726
8 | 0707 | 0739 | 0747 | 0701 | 0.793 | 0.725 | 0.735
9 | 0893 | 0695 | 0.896 | 0.781 | 0.696 | 0.935 | 0.816
10 | 0.746 | 0.746 | 0.807 | 0.795 | 0.754 | 0.888 | 0.789
11 | 0911 | 0.826 | 0.904 | 0.814 | 0.791 | 0.704 | 0.825
12 | 0791 | 0.626 | 0.715 | 0.701 | 0.774 | 0.702 | 0.718
13 | 0717 | 0.678 | 0.690 | 0.718 | 0.802 | 0.774 | 0.730
14 | 0.870 | 0.830 | 0.754 | 0.721 | 0.589 | 0.812 | 0.763
15 | 0.826 | 0.893 | 0.805 | 0.828 | 0.821 | 0.637 | 0.802
16 | 0.733 | 0.720 | 0.589 | 0.696 | 0.703 | 0.547 | 0.665
17 | 0781 | 0.833 | 0.774 | 0.746 | 0.720 | 0.699 | 0.759
18 | 0739 | 0.781 | 0.809 | 0.788 | 0.795 | 0.763 | 0.779
19 | 0754 | 0.746 | 0.772 | 0.668 | 0.712 | 0.782 | 0.739
20 | 0925 | 0904 | 0.809 | 0.916 | 0.868 | 0.707 | 0.855
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mjwﬁaﬂmwmeﬁamagnLLﬂ&Lﬂu?ﬂémﬁﬂmuﬂs:mwﬂuad
LWRY (Genre) aait n@juﬁﬂﬁaLwaaﬂaﬂ (Pop) 4112% 36 aTaga
CRLHAR mjuﬁaauwaﬁaﬂ (Rock) §1%7u 36 ayanIaEg mg'u‘v“i
sruwasloaniouda (Souldazz) §1uau 24 Tayadaatng uaz
qm‘ﬁana;uﬁﬁl,waﬁﬁmt,ami‘ugﬁ? (R&B) §1zal (Hip-Hop) w3ada
\8u (EDM) d1wit 24 aganiagng Wainsoniuilénsvuen
mumjmﬂéfﬂiwwLLaanmwﬁ @”&LLam‘lugﬂﬁ 13 fi9 16

Pop

avg AUC
= 0.850

Frequency

0.8 1
AUC

31 13; nﬂWLﬁmmewﬁmaaﬁuﬂﬁnﬂmaanq’mwaaﬂaﬂ

Rock

avg AUC
=0.740
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0.4 0.6 0.8 1

AUC

U7 14: nvuanuasanufivasiufildnawuandanasian
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avg AUC
=0.768
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AUC
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avg AUC
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