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บทคดัย่อ 
 งานวจิยันี้มวีตัถุประสงค์เพื่อพฒันาเวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไฟรว์อลล์ ของอุปกรณ์เราเตอรไ์มโค
รติกส ์ที่มพีื้นฐานการท างานมาจากระบบปฏบิตักิารลนุิกซ์ทีเ่น้นจดัการผ่านทางส่วนตดิต่อผูใ้ชแ้บบบรรทดัค าสัง่ทีเ่ขา้ใจ
ยากให้อยู่ในรูปแบบของส่วนติดต่อผู้ใชแ้บบกราฟิกและเชื่อมต่อเพื่อสัง่การกบัอุปกรณ์ผ่านทางเอพไีอ ท าให้การควบคุม 
และเขยีนค าสัง่ของไฟรว์อลลบ์นอุปกรณ์เราเตอรไ์มโครตกิสไ์ดส้ะดวก รวมทัง้สามารถตรวจดูสถานะการท างานของค าสัง่
ต่าง ๆ  เช่น การป้องกนัการเขา้ถงึเครอืขา่ย โดยพจิารณาจากทีอ่ยู่ตน้ทาง ทีอ่ยู่ปลายทาง หรอืผ่านโปรโตคอลต่างๆ ไดง้่าย
ขึน้ รวมทัง้ยงัจดัการไดถ้งึระดบัเลเยอร ์7 ท าใหส้ามารถป้องกนัการใชง้านแอปพลเิคชนั เช่นเฟซบุ๊ก ยูทูป หรอืเนื้อหาทีไ่ม่
เหมาะสมได ้ผลการทดลอง พบว่า เวบ็แอปพลเิคชนัทีผู่ว้จิยัไดพ้ฒันาขึน้สามารถท างานไดต้ามวตัถุประสงคท์ีก่ าหนด โดย
ผูว้จิยัไดท้ าการประเมนิความพงึพอใจในประสทิธภิาพการท างานของระบบผ่านทางผูดู้แลระบบเครอืข่ายทีม่ปีระสบการณ์
จ านวน 5 คน พบว่า มคีวามพงึพอใจที ่4.64 ซึง่อยู่ในระดบัดมีาก 
ค าส าคญั: ไฟรว์อลล,์ การรกัษาความปลอดภยัเครอืขา่ย, ไมโครตกิส ์
 
ABSTRACT  
 This research aims to develop web applications for managing firewall with Microtik-router. Based 
on Linux operating system. Managed over the user interface. And incomprehensible command line is provided in 
the form of a graphical user interface. And connect to the device via the API. Make control and write the command 
of the firewall on the device. We can also check the status of commands such as network access protection. Based 
on the Source address. Destination address it is also easy to manage up to layers 7. It can prevent applications 
such as Facebook, YouTube or inappropriate content. The results showed that web application developed by the 
researcher can be used for any purpose. The researcher evaluated the satisfaction of the system performance 
through 5 experienced network administrators. The satisfaction was at 4.64, which was at a very good level. 
Keywords: Firewall, Network Security, Mikro Tik 
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1. บทน า 
 ในทศวรรษทีผ่่านมาเครอืข่ายอนิเทอรเ์น็ตมกีารเตบิโตขึน้อย่างรวดเรว็ ท าใหเ้กดิการเชื่อมโยงเป็นโครงข่ายที่มี
พืน้ทีค่รอบคลุมเป็นวงกวา้งไปทุกพืน้ที ่เมื่อองคก์รใดตอ้งการใชป้ระโยชน์จากเครอืขา่ยอนิเทอรเ์น็ตกจ็ะน าเครอืขา่ยสว่นตวั 
(Local Area Network: LAN) ของตนเองเชื่อมต่อผ่านทางเทคโนโลยเีครอืข่ายวงกว้าง (Wide Area Network: WAN) ที่ผู้
ให้บรกิารเครอืข่ายจดัเตรยีมไว้ให้บรกิาร ท าให้การเขา้ถึงทรพัยากรต่าง ๆ บนเครอืข่ายส่วนตวั (Local Area Network: 
LAN) สะดวก และสามารถเขา้ถงึไดจ้ากทุกที ่ทุกเวลา แต่การเชื่อมต่อนี้ท าใหเ้กิดช่องโหว่ทีผู่ไ้ม่ประสงคด์สีามารถน ามาใช้
ประโยชน์ในการโจมตสี่งผลใหร้ะบบเครอืข่ายไม่พรอ้มใชง้าน หรอืโจรกรรมขอ้มลูทีเ่ป็นความลบัไปเปิดเผย รวมทัง้ท าลาย
หรือลบข้อมูลที่ส าคญั ส่งผลให้เกิดความเสยีหายกบัองค์กรต่างๆ เป็นอย่างมาก ดงันัน้ไฟร์วอลล์จึงเป็นเครื่องมือที่มี
ความส าคญัต่อการป้องกนัการโจมตแีละการบุกรุกดงักล่าวไดเ้ป็นอย่างด ีโดยไฟรว์อลล ์สามารถแบ่งตามลกัษณะไดเ้ป็น 2 
ประเภท [1, 2] คอื 1) ฮารด์แวรไ์ฟรว์อลล ์มลีกัษณะเป็นอุปกรณ์ทีอ่อกแบบมาใหท้ าหน้าทีเ่ป็นไฟรว์อลลโ์ดยเฉพาะ มรีาคา
สูง แต่มีความเร็วในการท างาน และมีความปลอดภัยสูง เนื่องจากยากและไม่คุ้มค่าที่แฮกเกอร์จะเจาะผ่าน และ 2) 
ซอฟต์แวรไ์ฟรว์อลล์ มลีกัษณะเป็นซอฟต์แวรท์ีต่ิดตัง้บนระบบปฏบิตักิารเช่นวนิโดว ์หรอืลนุิกซ ์มรีาคาถูกกว่าฮารด์แวร์
ไฟร์วอลล์ แต่เกดิช่องโหว่ไดง้่าย ถ้าระบบปฏบิตัิการไม่อพัเดทอย่างสม ่าเสมอ การเลอืกใช ้ภควศิว์ ทองสาล ี[3]  อนันต์ 
บณัฑุเดช และสุรศกัดิ ์มงัสงิห ์[4] ไดท้ าการเปรยีบเทยีบไฟรว์อลลท์ัง้ 2 ประเภท และเสนอแนวทางการน าเอาระบบไฟร์
วอลลม์าใชง้านกบัองคก์รต่างๆ เพื่อความเหมาะสมและมปีระสทิธภิาพสงูสุด โดยพจิารณาจากงบประมาณในการลงทุนให้
เหมาะสมกบัขนาดขององค์กร ซึ่งไฟร์วอลล์ทัง้ 2 ประเภทนี้จะท าหน้าที่เป็นประตูกัน้ขวางระหว่างเครือข่ายภายในกบั
เครอืขา่ยภายนอกองคก์ร และตดัสนิใจภายใตก้ฏไฟรว์อลล ์(Firewall Rules) ทีท่ างานและตดัสนิใจเป็นรายบรรทดั โดยแต่
ละบรรทดัจะถูกเขยีนการกระท าทีป่ฏบิตัต่ิอทราฟฟิคที่ตรงตามกฏไฟร์วอลล์ของแต่ละบรรทดัคอื อนุญาต (Permit) หรอื 
ปฏเิสธ (Deny)  โดยกฏไฟรว์อลลน์ี้จะถูกเขยีนขึน้ตามนโยบายการรกัษาความปลอดภยัเครอืขา่ยส าหรบัพจิารณาทราฟฟิค
ให้ผ่านเขา้ออกเครือข่ายขององค์กร แต่เมื่อมกีารพจิารณากฎไฟร์วอลล์เป็นรายบรรทดัจงึท าให้ล าดบัของกฏเป็นปัจจยั
ส าคญัในการท างาน เพราะถา้วางล าดบัผดิอาจท าใหก้ฏไฟรว์อลลน์ัน้ไม่ถูกพจิารณาสง่ผลต่อประสทิธภิาพของไฟรว์อลลไ์ด ้
เช่น งานวจิยัของ สชุาต ิคุม้มะณี และคณะ [5-6] ทีใ่หค้วามส าคญัต่อล าดบัของกฏไฟรว์อลล ์โดยสรา้งสมการทีส่ามารถปรบั
ล าดบักฎบนไฟรว์อลล ์เพื่อใหไ้ฟรว์อลลป์ระมวลผล และใชเ้วลาในการท างานเรว็ขึน้ แต่ปัจจุบนัวธิกีารจู่โจมระบบเครอืข่าย
มรีูปแบบใหมเ่กดิขึน้อย่างต่อเนื่องทุกวนั ท าใหผู้ดู้แลระบบเครอืขา่ยตอ้งมคีวามเขา้ใจในการสรา้งกฎไฟร์วอลลท์ีด่ ีพรอ้มที่
จะรบัมอืกบัภยัคุกคามในรปูแบบต่าง ๆ ไดอ้ย่างเหมาะสม รวดเรว็ และทนัเหตุการณ์ ดงันัน้ในงานวจิยันี้ ผูว้จิยัเลอืกใชไ้ฟร์
วอลลป์ระเภทซอฟตแ์วรไ์ฟรว์อลล ์ในลกัษณะของโอเพนซอรส์ทีต่ดิมากบัเราเตอรย์ีห่อ้ไมโครตกิส ์เช่นเดยีวกบังานวจิยัของ 
วสิษิฐ ์ลัว้สมบรูณ์ และกายรฐั เจรญิราษฎร ์[7] ทีใ่ชล้นุิกซซ์ึง่เป็นซอฟตแ์วรแ์บบโอเพนซอรส์ป้องกนัการโจมตเีครื่องแม่ขา่ย
จากการคุกคามทางอนิเทอร์เน็ต เพราะซอฟต์แวร์แบบโอเพนซอร์สมคีวามเหมาะสมกบัองค์กรทุกขนาด และประหยดั
งบประมาณในตดิตัง้และพฒันา แต่เนื่องจากเราเตอรย์ีห่อ้ไมโครตกิสม์พีืน้ฐานการท างานมาจากลนุิกซจ์งึท าใหย้ากต่อการ
สรา้งกฏไฟรว์อลล ์ผูว้จิยัจงึท าการพฒันาเวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไฟรว์อลลบ์นเราเตอรไ์มโครตกิส ์เพื่อให้
ง่ายต่อการเพิม่ ลบ แกไ้ข และวางล าดบัของกฎไฟรว์อลล ์
 

2. วตัถปุระสงคก์ารวิจยั 
 2.1.  เพื่อพฒันาเวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไมโครตกิสไ์ฟรว์อลล์ 
 2.2.  เพื่อประเมินประสิทธิภาพการใช้งานของเว็บแอปพลิเคชนัส าหรับบริหารจัดการไมโครติกส์ไฟร์วอลล์ 
ทีพ่ฒันาขึน้ 
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3. การด าเนินการวิจยั 
 ผูว้จิยัไดด้ าเนินการศกึษาและวางขัน้ตอนการด าเนินการในการท าวจิยัเพื่อพฒันาเวบ็แอปพลเิคชนัส าหรบับรหิาร
จดัการไมโครตกิสไ์ฟรว์อลลไ์วท้ัง้หมด 2 ขัน้ตอน ดงันี้ 
  3.1 ขัน้ตอนการวิเคราะห ์ออกแบบ และพฒันาระบบ  
   ขัน้ตอนนี้เป็นขัน้ตอนที่ใช้ในการวเิคราะห์ ออกแบบ และพฒันาระบบการด าเนินงานของ เวบ็แอปพลเิคชนั
ส าหรบับรหิารจดัการไมโครตกิสไ์ฟรว์อลล ์โดยแสดงภาพรวมไวใ้นรปูที ่1 และล าดบัการท างานของระบบไวใ้นรปูที ่2  
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User
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Admin
                                   User
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รปูท่ี 1 Use Case Diagram เวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไมโครตกิสไ์ฟรว์อลล์ 

 
 จากรูปที่ 1 เป็นรูปแสดงการท างานของเว็บแอปพลิเคชนัส าหรบับริหารจดัการไมโครติกส์ไฟร์วอลล์โดยแบ่ง
ออกเป็น 2 สว่น ดงันี้ 
  ส่วนที่ 1 ผู้ดูแลระบบ (Admin) มคีวามสามารถในการตดิต่อกบัระบบ ท าการก าหนดสทิธิก์ารใชง้านของ User 
แล้วสามารถเขยีนกฎไฟร์วอลล์เพื่ออนุญาต หรือปฏิเสธที่อยู่ต้นทาง ที่อยู่ปลายทาง โปรโตคอลต้นทาง โปรโตคอล
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ปลายทาง พอร์ตต้นทาง พอร์ตปลายทาง และเวบ็เพจ หรอืแอปพลเิคชนัที่ไม่อนุญาตให้ใช้งาน รวมทัง้สามารถท าการ
ตรวจสอบสถานะของกฏไฟรว์อลลท์ัง้หมดได ้
  สว่นที ่2 ผูใ้ชง้าน (User) จะสง่ทราฟฟิคในการเขา้ใชง้านเครอืขา่ย เขา้มาตรวจสอบกบักฏไฟรว์อลล ์และปฏบิตัิ
ตามการกระท าของกฏทีเ่ขยีนไว ้

Admin Login

             

Firewall User

            

           Protocol

           Web

           Port

      Traffic 
           

                 

               
              

                  

 
รปูท่ี 2  แผนผงัล าดบัการท างานของเวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไมโครตกิสไ์ฟรว์อลล์ 

 
 จากรปูที ่2  สามารถอธบิายไดด้งันี้ ผูด้แูลระบบลอ็กอนิเขา้สูร่ะบบ แลว้เขยีนกฎไฟรว์อลลเ์พื่ออนุญาต หรอืปฏเิสธ
ทีอ่ยู่ต้นทาง ทีอ่ยู่ปลายทาง โปรโตคอลตน้ทาง โปรโตคอลปลายทาง พอรต์ต้นทาง พอรต์ปลายทาง และเวบ็เพจ หรอืแอป
พลเิคชนัที่ไม่อนุญาตให้ใช้งาน จากนัน้ไฟร์วอลล์จะปฏบิตัิตามกฏไฟร์วอลล์ที่เขยีนขึน้ เมื่อผู้ใช้งานเขา้ใช้เครอืข่ายและ
ต้องการเขา้หรอืออกเครอืข่ายทัง้จากภายใน และภายนอกเครอืข่าย ทราฟฟิคของผู้ใช้งานจะถู กส่งมาที่ไมโครตกิสไ์ฟร์
วอลล ์และพจิารณาตามล าดบัของกฏไฟรว์อลลท์ีเ่ขยีนขึน้ 
  3.2 ขัน้ตอนการทดสอบและประเมินระบบ 
   3.2.1  การทดสอบระบบ เพื่อท าการประเมนิหาคุณภาพการท างานของระบบวา่สามารถท างานไดอ้ย่างถกูตอ้ง
แม่นย า และตรงต่อความตอ้งการของผูใ้ชง้าน ผูว้จิยัใชว้ธิกีารจดัท าแบบประเมนิประสทิธภิาพของระบบ โดยมกีารแบ่งการ
ทดสอบหาประสทิธภิาพของระบบออกเป็น 4 ดา้น คอื 
   3.2.1.1  ดา้นความตอ้งการของระบบ (Functional Requirement Test) 
   3.2.1.2  ดา้นความสามารถของระบบ (Functional Test) 
   3.2.1.3  ดา้นความสะดวกการใชง้าน (Usability Test) 
   3.2.1.4  ดา้นความปลอดภยัของระบบ (Security Test) 
  3.2.2  การประเมนิระบบ ผูว้จิยัไดก้ าหนดผูเ้ชีย่วชาญดา้นเครอืขา่ย 5 คน ดว้ยวธิกีารคดัเลอืกแบบเจาะจง เพื่อ
ท าการประเมนิประสทิธภิาพของระบบ โดยผู้ท าการประเมนิจะต้องทดลองใช้งานระบบเป็นเวลา 1 เดือน และท าแบบ
ประเมนิทีไ่ดอ้อกแบบไวด้ว้ยเทคนิคเดลไฟล ์โดยการใหค้ะแนนของแบบประเมนิก าหนดไวด้งัตารางที ่1 
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ตารางท่ี 1 เกณฑก์ารใหค้ะแนนของแบบประเมนิ 
เกณฑท่ี์ใช้ในการตดัสินใจ ความหมาย 

ตวัเลข เชิงคณุภาพ 
5 ดมีาก ระบบมคีุณภาพในระดบัดมีาก 
4 ด ี ระบบมคีุณภาพในระดบัด ี
3 ปานกลาง ระบบมคีุณภาพในระดบัปานกลาง 
2 ต ่า ระบบมคีุณภาพในระดบัต ่า 
1 ต ่ามาก ระบบมคีุณภาพในระดบัต ่ามาก 

 
 หลงัจากได้ผลจากแบบประเมนิแล้วผูว้จิยัใชห้ลกัการทางสถิตเิขา้มาช่วยในการสรุปผลการทดสอบ โดยก าหนด
สมการทางสถติดิงันี้ 
 ค่าเฉลีย่ คอื ค่าเฉลีย่ของผลรวมของคะแนนทัง้หมด ค านวณไดจ้ากสมการที ่1  

 
 
  โดยที ่ x  หมายถงึ ค่าเฉลีย่ของคะแนน 
   Σ x  หมายถงึ ผลรวมของคะแนน 
   n  หมายถงึ จ านวนในกลุ่มตวัอย่าง 
 สว่นเบีย่งเบนมาตรฐาน คอื รากทีส่องของค่าเฉลีย่ของผลรวมของคะแนนทีเ่บีย่งเบนออกจากค่าเฉลีย่ของขอ้มูล
ชุดนัน้ยกก าลงัสอง ค านวณไดจ้ากสมการที ่2  

 

 
  โดยที ่S.D.  หมายถงึ ค่าเบีย่งเบนมาตรฐาน 
   Σ x  หมายถงึ ผลรวมของคะแนน 
   n  หมายถงึ จ านวนในกลุ่มตวัอย่าง 
 และใชเ้กณฑว์ดัระดบัประสทิธภิาพของระบบโดยการวดัจากค่าเฉลีย่ของคะแนนทีไ่ดจ้ากแบบแบบประเมนิ ซึง่ใช้
เกณฑด์งัตารางที ่2 
 
ตารางท่ี 2 เกณฑก์ารวดัระดบัประสทิธภิาพของระบบโดยใชค้่าเฉลีย่ 

เกณฑท่ี์ใช้ในการตดัสินใจ ความหมาย 
ตวัเลข เชิงคณุภาพ 

4.51 – 5.00 ดมีาก ระบบทีพ่ฒันามคีุณภาพในระดบัดมีาก 
3.51 – 4.50 ด ี ระบบทีพ่ฒันามคีุณภาพในระดบัด ี
2.51 – 3.50 ปานกลาง ระบบทีพ่ฒันามคีุณภาพในระดบัปานกลาง 
1.51 – 2.50 ต ่า ระบบทีพ่ฒันามคีุณภาพในระดบัต ่า 
1.00 – 1.50 ต ่ามาก ระบบทีพ่ฒันามคีุณภาพในระดบัต ่ามาก หรอืไม่มปีระสทิธภิาพ 

 
  

(1) 

(2) 
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4. ผลการทดลองและอภิปรายผล 
 งานวจิยันี้ไดด้ าเนินการพฒันาตามกระบวนการและขัน้ตอนทีอ่อกแบบไว ้และด าเนินการทดสอบประสทิธภิาพของ
เวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไมโครตกิสไ์ฟรว์อลล ์โดยแบ่งผลการทดลองออกเป็น 2 สว่น ดงันี้ 
  4.1 ผลการทดลอง 
   ผูว้จิยัด าเนินการพฒันาและการท างานของเวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไมโครตกิสไ์ฟรว์อลล ์
โดยเริม่จาก หน้าจอการเขา้สูร่ะบบ ซึง่เป็นหน้าจอทีผู่ด้แูลท าการลอ็กอนิเขา้สูร่ะบบส าหรบัเขา้ใชง้าน โดยผูด้แูลระบบตอ้ง
กรอกชื่อผูใ้ชง้าน และรหสัผ่าน เพื่อใหร้ะบบท าการตรวจสอบสทิธิก์ารเขา้ใชง้าน แสดงดงัรปูที ่3 
 

 
รปูท่ี 3 หน้าจอการเขา้สูร่ะบบ (Login) 

 
 หลงัจากลอ็กอนิ ระบบจะท าการพสิูจน์สทิธิถ์้าผ่านจะพบกบัหน้าจอแผงควบคุมหลกัเป็นหน้าแรก โดยจะแสดง
ขอ้มลูของการใชซ้พียี ูหน่วยความจ า เวลาทีเ่ราเตอรไ์มโครตกิสท์ างาน และเวอรช์นัของระบบปฏบิตักิารของเราเตอร ์แสดง
ดงัรปูที ่4  
 

 
 

รปูท่ี 4 หน้าจอแผงควบคุมหลกั (Dashboard) 
 
 ต่อมาทดสอบเพิม่ขอ้มูลรายการทีอ่ยู่ (Address-list) ซึง่สามารถเพิม่แบบรายการเดยีว หรอืเป็นกลุ่มรายการกไ็ด ้
โดยการตัง้ชื่อใหเ้หมอืนกนั แลว้น ามาก าหนดเป็นทีอ่ยู่ตน้ทาง ทีอ่ยู่ปลายทาง เพื่อน ามาใชส้รา้งกฏไฟรว์อลล ์ดงัรปูที ่5 
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รปูท่ี 5 หน้าจอการจดัการเพิม่ Address-list 
 

 ต่อมาทดสอบสรา้งกฏไฟรว์อลลเ์พื่อใชใ้นการจดัการ การเขา้ออกเครอืขา่ย  แสดงดงัรปูที ่6 โดยภายในกฏไฟร์
วอลลแ์ต่ละรายการสามารถก าหนดได ้ดงันี้ 
  1.  Chain สามารถเลอืกก าหนดได ้1 ทศิทางจาก 3 ทศิทาง ค่าคอื Input, Forward, Output 
  2.  Action สามารถเลอืกก าหนดการกระท าได ้1 การกระท า คอื อนุญาต ิ(Permit), หรอืดรอป (Drop) 
  3.  Protocol สามารถเลอืกก าหนดได ้1 ชนิดจาก 3 ชนิด คอื TCP, UDP, ICMP 
  4.  Src-Address-List  ส าหรบัก าหนดรายการทีอ่ยูต่น้ทาง 
  5.  Dst-Address-List  ส าหรบัก าหนดรายการทีอ่ยู่ปลายทาง 
  6.  Src-Port ส าหรบัก าหนดพอรต์ตน้ทาง 
  7. Dst-Port ส าหรบัก าหนดพอรต์ปลายทาง 
 

 
 

รปูท่ี 6 หน้าจอสรา้งกฏไฟรว์อลล ์
 
 หลงัจากสรา้งกฏไฟรว์อลลแ์ลว้ ด าเนินการทดสอบความสามารถของกฏว่าสามารถปฏบิตัไิดต้ามทีก่ าหนดหรอืไม่ 
เช่น การปฏิเสธการเข้าใช้เว็บไซต์ยูทูป โดยพิจารณาจากรายการที่อยู่ปลายทาง (Dst-Address-List) ว่าเป็นที่อยู่ของ
เวบ็ไซตย์ทูปู และใชพ้อรต์ปลายทางหมายเลข 80 หรอืไม่ ถา้ใช่ใหด้รอปทราฟฟิคทนัท ีแสดงดงัรปูที ่7  
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รปูท่ี 7 หน้าจอแสดงการปฏเิสธการเขา้ใชเ้วบ็ไซตย์ทูปู 
 
  4.2 ผลการประเมินประสิทธิภาพจากทดสอบ 
   ส าหรบังานวจิยัในส่วนนี้ ผู้วจิยัได้น าเวบ็แอปพลเิคชนัส าหรบับรหิารจดัการไมโครติกสไ์ฟร์วอลล์ ไปให้
ผู้เชี่ยวชาญด้านเครอืข่ายทดลองใช้งานและทดสอบระบบ แล้วท าการประเมนิประสทิธภิาพของระบบจากแบบสอบถาม 
ทีผู่ว้จิยัไดจ้ดัเตรยีมไว ้โดยมผีลการประเมนิประสทิธภิาพในภาพรวมของระบบ ดงัแสดงในตารางที ่3 
 
ตารางท่ี 3  สรุปผลการประเมนิประสทิธภิาพของระบบ 

หวัข้อการประเมิน 

ความหมาย 

ค่าเฉล่ีย  
x 

ค่าส่วนเบ่ียงเบน
มาตรฐาน (S.D.) 

ความหมาย 

1. ดา้นความตอ้งการของระบบ  4.54 0.46 ดมีาก 

2. ดา้นความสามารถของระบบ  4.73 0.35 ดมีาก 

3. ดา้นความสะดวกการใชง้าน  4.60 0.00 ดมีาก 

4. ดา้นความปลอดภยัของระบบ  4.67 0.46 ดมีาก 

รวม 4.64 0.32 ดีมาก 
 
 จากการประเมนิคุณภาพของระบบทีป่รากฏในตารางที ่3 โดยผูเ้ชีย่วชาญดา้นเครอืขา่ย ผลการประเมนิทีไ่ดแ้สดง
ใหเ้หน็ว่า เมื่อน าคะแนนเฉลีย่ของแต่ละหวัขอ้มาผ่านการค านวณวธิกีารทางสถติิเพื่อหาค่าเฉลีย่ (Mean) ในภาพรวม จะ
พบว่าค่าเฉลีย่ในภาพรวมทีไ่ดอ้ยู่ที ่4.64 (ค่าสว่นเบีย่งเบนมาตรฐาน เท่ากบั 0.32)  
 
5. สรปุ  
 ตามที่ผู้วจิยัได้น าเสนอวธิกีารและผลการทดลองในขา้งต้น สามารถสรุปได้ว่ าเวบ็แอปพลิเคชนัส าหรบับริหาร
จดัการไมโครตกิสไ์ฟรว์อลล ์สามารถท าหน้าทีเ่ป็นประตูกัน้ขวางระหว่างเครอืข่ายภายในกบัเครอืข่ายภายนอกองคก์ร และ
ตัดสินใจว่าจะอนุญาต หรือปฏิเสธทราฟฟิค ภายใต้กฏไฟร์วอลล์ที่สร้างขึ้นได้อย่างถูกต้อง โดยมีผลการประเมิน
ประสทิธภิาพในภาพรววมจากผูเ้ชีย่วชาญทางดา้นเครอืขา่ยอยู่ที ่4.64 ส่วนเบีย่งเบนมาตรฐานเท่ากบั 0.32 ซึง่อยู่ในระดบั
ดมีาก เป็นไปตามวตัถุประสงคข์องงานวจิยัทีว่างไว ้  แต่จากการด าเนินการวจิยัพบว่าระบบทีพ่ฒันาขึน้นัน้ยงัไม่สามารถ
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พจิารณาทราฟฟิคในระดบัเลเยอร ์7 ไดอ้ย่างมปีระสทิธภิาพ เนื่องจากการป้องกนัในระดบัเลเยอร ์7 นัน้ต้องสามารถระบุ 
Signature ของแอปพลเิคชนัไดอ้ย่างถูกตอ้ง ซึง่ผูว้จิยัจะด าเนินการแกไ้ขและทดลองในการท าวจิยัครัง้ต่อไป 
 
6. กิตติกรรมประกาศ  
 งานวจิยันี้ไดร้บัการสนับสนุนจากหลกัสตูรเทคโนโลยสีารสนเทศ คณะวทิยาศาสตรแ์ละเทคโนโลยี วทิยาลยัเซาธ์
อสีท์บางกอก และหลกัสูตรเทคโนโลยบีณัฑติ สาขาเทคโนโลยคีอมพวิเตอร์ คณะเทคโนโลย ีวทิยาลยัเทคโนโลยสียาม 
ผูว้จิยัจงึขอขอบพระคุณไว ้ณ โอกาสนี้ 
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