UNA2IIIBINIS : s:uuliusmisindatnalsangsounus:ndnuandns

s:uulrusniIsInS0d191Sa19
SOUNUS:HI1DOVANS

Aty TANas* uaz el el

UNANLD
o

unanuatuiITaglizadd (Nawauwszuung
TrunuliusnisiaTadne lSananiantzuuInEIA2NY
UnaaAbuuy PKI §wiunansasans iivenyldazaunm
L% A 1l % v 6 9/ 1 v o dl'
TFuasadnelszrodivasdnsialaslaidasansinta
Uy Bl fuaziar udwaunin ansmen1avinnuses
2UUA T LU UL ULAWNR AT I@]ﬂpﬂﬂﬁmu'ﬁnl"ﬁ
Certificate WNWNNIIITTE LATIRRNIBLALEIRINITOUN

dl' a 6 o 1 v A Il v
iyasnaunaasadna luldiuszuuaIatnelSane
A & A o v a TR R '
waaﬂﬂimaunulmmmﬂeﬂmﬂvl,ugaﬂmﬂfs'mmnma
LRI UUEIRINITLAUUTZ AN T M I N o NN T 89%
dl' =S aa L% A v 6 v
WNanTu RN IlITNwINImMslnwlnasansuaz lFnn
duaIanINntasatngly

STUUR WA UUSTUUU AT Linux Saulszuy
mytan1sgudoya MySQL uazlisunia Free Radius
p L2 e o
Fadulusunsuuuy Open Source M9a% ¥ lvdsenda
AN AN LA AN AN NREAIN LANINI N LLAUNIIVIN9%

a Ao
VaIITULU ¢ V]Nag

A1d1an: IEEE802.1X, EAP-TLS, Roaming, Proxy,

Realm

1. UNWI
Tumslwusmsesatng IS anavasasd nInuI 8970
1 g; = v Aa n:l' 1 %]
614 ) Uib ugﬂLmumﬂvxmmiwLmﬂmaﬂuaaﬂ"l,ﬂ Tasung
& Lo AR & o o Aa
29anTan9 hald T UL N E AN saaNy Ak NEN
Na1UaIANTANTANIRAAITTULLAI BTN IS RIaWTaw
TUUTNEIANNURAN Y Lar IR BN WA TIZULINEN
ANNURAANDAHINITZALANNTNINARIDITNITNEIA NN
UaaanuNwandIIny 1% WEP, WPA, MAC Authentica-
tion, IPSec uaz Hot Spot LU

. o . o . -
ansna luladasswna sorvwnaluladwszraunswizuannie

= a -3 A v = ] [ 6 A
TyminfesudeglinuiaietslSmpanasdnmils
a o & v o A [l v a 6
fanuiududasluinulumaetneliaovasdnasdng
Ié 1 [l v v { 1 {
nisud liaunnldnulditesanlddzeglsluszuy
A \ v
WIBBNLNANANHIABANALANAIITBITTULIN AN
Uaaany vasanIanalmsuitywinuuieg @aans
apqna gl nunnanaan i lnuszuueiatiely
. o o A o '
sulaglufivzuuinwmanudasads Ssenaib lugdym
aug uanulseaibvesioyavedy|iwiavzasasAns
109 L udw
negidssisihiasaumanufalunssenuuuszuy
A [l v A o v ¥ 6 '
wsetnelimonilfgldnuainasdnidisg sunan
Roaming lUld5uia3adnslSaetuasdnsle 8nnadedl
wauanudseansgs lasfnualiglidaas Certificate
& v ¥ A a 6
vanag IFuazvasszuuvadgly asldluiaTasnaniiaes
wiavh T lElunsfigaidiauns 2 N1 (Mutual Authenti-
. tﬁl v 9/“" v . v lﬂl Y a 1
cation) ta gl FNwla e Login ithszuuiuriaSeuvinen
A ¥ a o & v o A . A [
Wedlfrudanuiududeslinunieduumnesdins
4 dd a4 o o« e e
augNBatiaTInwLaz® NEINNTA Login WNALITUL VR4
296n30u9 lasld Certificate v8984AnTVRIAILEILALAY
W manTauddywGeszuuenulaaansvaaiatng
Wanpuazilywi3aans roaming va5ld

2. m3snwanvlasanavasiadada s
aUN1AIZ% IEEE 802.11 1 laivinan1asgiung
%) = t& (=1 Qs =3 s 1
Snsanutaaanslifa WEP G lasuanuiouniaing
1 = g; lﬂl

LWNIRANY LW?’]Z&’]U@]QT’Y]?@]@]@GV]@@] LLﬂzQﬂﬂiﬂIﬁ NAG

] v
A v A

sanwluriasamannifeniimifians WEP 1luinagu
atun Lwﬂuﬂfﬂﬁ;ﬁ'uﬁLﬂuﬁm'mﬁ'uimﬁ"svlﬂ’j'] vl
WEP %t litnanzdnsuiasaang Sz aniuwiananang

A & Ao P ' A a
Ingwieluasdninidayanifiyadngs hasan WEP &
FaIlWININNIY NI A1V aININ LN TT2UY Authen-
tication ﬁmmimzqﬁ’mumaa;ﬁ%ﬁgﬂﬁaﬂﬁ WaZNIN
o ' . A o v & o A '
daivanda Static Key Nazltlumsidnvanugsiasse
NI Al wananwulunianaiaua: WEP 2z
A& Initial Vector (IV) luansueaas Plain text i
Twsndayarh guszaadihoaansnandy Sequence
P IV LNONIDAATAE bel

189970 WEP deautasansdl vinlddasdinig

MnkauaIgwaug iatiuanulsaansvasioyaun

*k = o o a % -
ﬂm;‘JL7’IﬂZuZﬂﬂuﬂ;ﬂ’75ﬁ]@ﬂ’77§)ﬁﬁ’7ﬂﬂ55&l FO1UUINA [uZNEIW?;‘JEIEJ&ILTIH”IWﬂ,’uﬂﬂ%uﬂ

Of 3 avui 5 unsAu - TuIBU 2550

asaasinalulagansauins E



g

UNA2IIIBINIS : s:uuliusmsindatnalsangsounus:ndnuandns

\w3atne 3ot anasgn IEEE 802.1X 7ldinnue
4193371%NT1T Authentication WAz Authorization
Tunmsdnldnuszuueietnevsefisonin Port-based
network access control &3luuna3gIuil uraoud
sansoleldnssuy WLAN wia LAN Ald Taanansn
a3unwlagdiedn IEEE 802.1X AfauaIg un1s Authen-
tication U Layer 2 183 OS| Model LLaz#A1n Authentica-
tion ligTanazlaanusadadldauiadedqela
luszuudji@n1s Windows xP  Tuiagtufaanim
Farusaniuanasg i IEEE 802.1X 'I¢ danmwdi 1

- Local Area Connection Properties A |
General  Authentication | Advanced I
Select this option to provide authenticated network. access for
Ethemet netwaorks.
[+ Enable [EEE 802.1% authentication for this network
EAP bype: ISmart Card or ather Certificate j
Froperties |

[~ Autherticate as computer when computer information is
available

[™ Autherticate as quest when user or computer information is
unavailable

o1

Cancel |

NINA 1 ugaINIWNIT Setup twalTon IEEE 802.1X lu
Windows XP

IEEE 802.1X lafiuuasandasnssuaasmadldnu
suueiarslaslilasddsznosiunuie

* Authenticator

* Authentication Server

* Supplicant

lun13¥1 Authentication UULATaL1Y Wireless LAN
AUN1ATZ% IEEEB02.1X ﬁu;ﬂ*ﬁamamﬂﬁﬂuﬁaga
Credential NU Authentication server aaulislanas EAP
e'ﬁagﬂaammuu'uﬁami Authentication U Layer 2 U84
OSI Model 33 EAP fi'ldgninwuasglu RFC2284
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Topic EAP MDS5 LEAP EAP TLS PEAP EAP TTLS
Security Standards Proprietary | Standards | Standards Standards
Solution base base base base
Certificates No N/A Yes No No
Client
Certificates No N/A Yes Yes Yes
Server
Credential None Weak Strong Strong Strong
Security
Supported Requires Active Active Active Active
Authentication | clear-text Directory, Directory, | Directory, Directory,
Databases database NT LDAP, NT Domain, | LDAP,SQL,

Domains etc. Token, SQL, | plain
LDAP, etc. password

file, Token
Systems etc.

Dynamic Key No Yes Yes Yes Yes

Exchange

Mutual No Yes Yes Yes Yes

Authentication
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Radius  Certificate
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Client Access Point

Start AP Blocks all Requests until
<——Request Identity—— Authentication Completes

Identity > Identity >

~+—Server Certificate
Client Certificate———»

~+—Server Certificate
Client Certificate——»

Encrypted Random Session Keys Generated
Exchange | -

-+——~Key Management— WPA Key Management used

“+—Protected Data Session—"

AT 2 UEANNITYIIIBYEY EAP-TLS

Radius 284846037 A l@3UnN15M1328 Authenticate 310
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N3 Proxy N1328 Authenticate sundasaselUss Radius
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S
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O = Oganization name

OU = Wi-Net

BKK (thasdinsaglunna)

Bangkok (fhasdnsaglunna)

CN = Name@wi-net.Organication name

E = Email Address

sruvazhmIaTasaudayalu CN (Common Name)
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Wi-net@C Wi-net@D

Wi-net@A Wi-net@B
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realm DEFAULT {

type = radius
authhost = Top-level Radius IP:1600
accthost = Top-level Radius IP:1601
secert = wi-net

= a Ao
NN 6 LLH@)JW'I?'I&/L@E’?I%LLW&/ proxy.conf Z%?&‘:UU?’)&I

Top-Level Radius

realm ul.ac.th {
type = radius
authhost = 192.168.1.101:1600
accthost = 192.168.1.101:1601
secert = wi-net
nostrip

}

realm u2.ac.th {
type = radius
authhost = 192.168.2.101:1600
accthost = 192.168.2.101:1601
secert = wi-net
nostrip

}

WA 7 ugaswinliaasluuiy proxy.conf lussuuuyy
Adhoc

HANLRIHDIINNIIRIRBAATINITINLADS LRI DY
Realm lusudls letc/raddb/proxy.conf &2 H90ANULANGNS
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PYAINIAIFINIIN LA LA T /etc/raddb/clients.conf
anay a9t

client Top-Level Radius IP {

secert = wi-net
nastype = cisco
shortname = Top-Radius

AN 8 LLH@JW')TI&?L@Q‘?I%LLW&/ ClientS.Coan%‘ia‘,’lli_/ulli_/

ﬁlﬁ Top-Level Radius

client 192.168.1.101 {
secert = wi-net
nastype = cisco
shortname = ul

}

client 192.168.2.101 {
secert = wi-net
nastype = cisco
shortname = u2

}

ﬂ’IWﬁ 9 LLH@JW')TI&?L@E’Q%LLW&/ clients.coanm:ummu
Adhoc

wilal /etc/raddbiclients.conf Llumarmuahayanalw
1389 Radius 03aslasunsnuarin Proxy 1wy Radius
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2Tz Proxy U7 Radius wi3aslaths I@]nga’m%a
Realm 2835 [fidunan Foazduldimnaandnuaims
swwnwlduInaeatne lfmeszninsesdnsidwinunn
wi arselimssansessnsnansduuiannuszainlu
MIVIMTIAMIAWITNALAaTA19 9189 Radius luldas
896n7 WazsEnaNTnaAeNRaWma lumMImmIN A0S
@9 9 laane

HANINANVUANG1IVBIULAN /etc/raddb/proxy.conf
W fetciraddbiclients.conf A leénanaludneduud nsas
asugiwlifanuuandneiuszainemaiszugld1flu
WOUT 1 uasuuuf 2 Msssrmm aedmiumsinue
A1@199 vaslislanan EAP-TLS Lwnsinnua path
AlfiAu Private key waz Certificate V45 lF Azgniivag
luuwily /etc/readdb/eap.conf Gait
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eap {
default_eap_type = tls
timer_expire = 60
ignore_unknown_eap_type = ul
cisco_accounting_username_bug = no

tls {
private_key password = whatever
private_key_file = ${raddbdir}/certs/cert-srv.pem
certificate_file = ${raddbdir}/certs/cert-srv.pem
CA_file = ${raddbdir}/certs/CA/cacert.pem
dh_file = ${raddbdir}/certs/dh
random_file = ${raddbdir}/certs/random
fragment_size = 1024
include_length = yes

AT 10 ugavwITinasluuily eap.conf

uilaa fetc/raddbradiusd.conf azfluuilaman Swihil
ﬂ?ﬂﬂuﬂﬁiﬁﬁdﬁuﬁdﬁu@]maGIﬂiLLﬂiﬂJ i Path AlgaaLfiy
LA NGNS e]ﬁl,ﬁ'mﬁaa, ATMANU Log @199, nsdadany
g’m'*ﬂ”aga, RS gﬂLmumﬂﬂ?@m EAP 18z Realm a9y
T@]ﬂﬁhdﬁﬂ%ﬂjﬁﬁ‘i’]Lﬂufﬂzgﬂﬁ’mu@Lﬂuﬁﬁ”’aﬁuagl,lﬁa L6l
Tugupesnslam EAP uazmsaaentisanumslan
gmﬁagamamuﬁﬁ'ﬂajgﬂﬁ’]vm@Lﬂum@%ﬁngﬂﬁuﬁm
30N # agﬁﬁwuiiﬁ@fuluLLﬁu ERDOR T TS
LA3a9MANY # BoNINUSTNANGaInslE

log_auth = yes preacct {
log_auth_badpass = yes preprocess
log_auth_goodpass = yes acct_unique
suffix
authorize { files
auth_log }
sql
eap accounting {
} sql
}
authenticate {
eap post-auth {
suffix reply_log
} sql
}

NN 11 UAAIWITITLAa 3 Uy radiusd.conf

#10819283U53NaN do3n1 TN T L luudy Jetc/
raddb/radiusd.conf NUL&AIlLNINA 13 i aFL1BATIN G
v A o ] . . Aa
1671 Fnsimualls EAP lunns Authentication lasnal
@37988U Realm 210 suffix maa%ag‘ﬂ“ﬁ LaTiN1IIALNY
log M3 dnuwaIadng (accounting) luszuuianns
3 wdaya MySQL
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Please enter information to generate certificate.

Login Name: |danai

Email: |danai.c@hotmail.com

N7 13 Lm@mu”’m’)?m”mm/ﬁnuuuaau'Zau’

User Name Email Address Delete
aniraj aniraj(@ieee.org Delete
anuphan anuphan@kmitnb.ac.th ~ Delete
danai danai@kmitnb_ac.th Delete

lﬂ’ v o = bd
NINN 14 LLH@J‘VT%'Iﬂ’l?il@ﬂ’)??’l::tllﬂ%z\lyl“ﬁ

Add New Access Point

Please enter information of new access-point.

IP address: ’ﬁ
Access-Pointname:] |
Access-Doint Type:cisco |
Secret: | kmitnb

Display / Delete Access Point

Access Point  IP Address
KMITNB-AP

Type Secret Delete
192.168.1.0/24 cisco kmitnb  Delete

Home

AN 15 UaaIREINITIANTT Access Point

User Name Access Point ID Date / Time

anuphan@kmitnb ac th 192.168.1.2
anuphan@kmitnb ac th 192.168.1.2
anuphan@kmitnb.ac.th 192.168.1.2
test123@kmittacth  192.168.1.2
test123@kmittacth  192.168.1.2
danai@kmittacth  192.168.1.2

2006-02-23 20:29:27
2006-02-23 20:38:14
2006-02-23 20:40:55
2006-02-23 20:42:33
2006-02-23 20:45:15
2006-02-26 12:49:56

NINTT 16 UAAIHUITIEN I T LTI

Add New Trust Site

Please enter information of new Trusted-Site.

Trusted Site Name: l:]

Realm name: @l ple: domain.com
Radius IP Address: I l

Secret: |wi-net

Display / Delete Trusted Site

Trusted Site Name  Radmus IP Address Secret Delete

KMITT 192.168.1.11 wi-net  Delete

KMITL 192.168.1.12 wi-net  Delete
Home

MW 17 UgaIHUINITIANTT Trusted Site LA Realm
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