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Abstract

Group encryption is widely used for one time transmitting
data from sender to receivers. Both symmetric-key and
asymmetric-key algorithms are proposed in the study of group
encryption. Symmetric-key algorithm is fast but it has a problem

of key distribution. Asymmetric-key one is considered to be

slower but it can deal with key distribution problem. It also
provides a way for a user outside the group to send message
to the group members. In this paper, NTRU which is known as
a fastasymmetric-key algorithm is proposed for group encryption.
Chinese remainder theorem is applied for reducing transmitting
messages to only one message. An efficient tree is also
introduced to intuitively reduce the time to compute the in-

verses in the Chinese remainder theorem.

Keyword: Group Encryption, Chinese Remainder Theorem,
NTRU encryption algorithm.
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